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Notices

Copyright Notice
© Keysight Technologies 1997-2023

No part of this document may be repro-
duced in any form or by any means (includ-
ing electronic storage and retrieval or
translation into a foreign language) without
prior agreement and written consent from
Keysight Technologies, Inc. as governed by
United States and international copyright
laws.

Warranty

The material contained in this document is
provided “as is,” and is subject to being
changed, without notice, in future editions.
Further, to the maximum extent permitted
by applicable law, Keysight disclaims all war-
ranties, either express or implied, with
regard to this manual and any information
contained herein, including but not limited
to the implied warranties of merchantability
and fitness for a particular purpose.
Keysight shall not be liable for errors or for
incidental or consequential damages in con-
nection with the furnishing, use, or per-
formance of this document or of any
information contained herein. Should
Keysight and the user have a separate writ-
ten agreement with warranty terms cov-
ering the material in this document that
conflict with these terms, the warranty
terms in the separate agreement shall con-
trol.

Technology Licenses

The hardware and/or software described in
this document are furnished under a license
and may be used or copied only in accord-
ance with the terms of such license.

U.S. Government Rights

The Software is "commercial computer soft-
ware," as defined by Federal Acquisition
Regulation ("FAR") 2.101. Pursuant to FAR
12.212 and 27.405-3 and Department of
Defense FAR Supplement ("DFARS")
227.7202, the U.S. government acquires
commercial computer software under the
same terms by which the software is cus-
tomarily provided to the public. Accordingly,

Keysight provides the Software to U.S. gov-
ernment customers under its standard com-
mercial license, which is embodied in its End
User License Agreement (EULA), a copy of
which can be found at http://www.key-
sight.com/find/sweula. The license set forth

in the EULA represents the exclusive author-
ity by which the U.S. government may use,
modify, distribute, or disclose the Software.
The EULA and the license set forth therein,
does not require or permit, among other
things, that Keysight: (1) Furnish technical
information related to commercial com-
puter software or commercial computer
software documentation that is not cus-
tomarily provided to the public; or (2) Relin-
quish to, or otherwise provide, the
government rights in excess of these rights
customarily provided to the public to use,
modify, reproduce, release, perform, dis-
play, or disclose commercial computer soft-
ware or commercial computer software
documentation. No additional government
requirements beyond those set forth in the
EULA shall apply, except to the extent that
those terms, rights, or licenses are explicitly
required from all providers of commercial
computer software pursuant to the FAR and
the DFARS and are set forth specifically in
writing elsewhere in the EULA. Keysight
shall be under no obligation to update,
revise or otherwise modify the Software.
With respect to any technical data as
defined by FAR 2.101, pursuant to FAR
12.211 and 27.404.2 and DFARS 227.7102,
the U.S. government acquires no greater
than Limited Rights as defined in FAR
27.401 or DFAR 227.7103-5 (c), as applic-
able in any technical data. 52.227-14 (June
1987) or DFAR 252.227-7015 (b)(2) (Novem-
ber 1995), as applicable in any technical
data.
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Contacting Us

Keysight headquarters

1400 Fountaingrove Parkway
Santa Rosa, CA 95403-1738
www.ixiacom.com/contact/info

Support

Global Support

+1 818 595 2599

Regional and local support contacts:

APAC Support
Australia

EMEA Support
Greater China Region
Hong Kong

India Office

Japan Head Office
Korea Office
Singapore Office

Taiwan (local toll-free number)

+91 80 4939 6410

+61-742434942

+40 21 301 5699

+400 898 0598

+852-30084465

+91 80 4939 6410

+81 3 5326 1980

+82 2 3461 0095

+65-6215-7700

00801856991

—iv -

support@ixiacom.com

support@ixiacom.com

support@ixiacom.com

support-emea@ixiacom.com

support-china@ixiacom.com

support@ixiacom.com

support-india@ixiacom.com
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support@ixiacom.com
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Documentation conventions

Documentation conventions

The following documentation conventions are used in this guide:

Describing interactions with the UI

You can interact with products by using different input methods: keyboard, mouse, touch, and more.
So in most parts of the user documentation, generic verbs have been used that work with any input
method. In cases where input-neutral verbs do not work, mouse-specific verbs are used as the first
choice, followed by touch-specific verbs as the second choice.

See the following table for examples on how you can interpret the different input methods.

Input-neutral Mouse Touch

Select Modify. Click Modify. Tap Modify.

Select Accounts > Other Click Accounts > Other Tap Accounts > Other

accounts > Add an account. | accounts > Add an account. accounts > Add an
account.

To open the document in To open the documentin To open the document in

Outline view, select View > Outline view, click View > Outline view, tap View >

Outline. Outline. Outline.

Select Protocols. Click the Protocols tab. Tap Protocols.

-NA- Double-click the Client wizard. | Double-tap the Client wizard.

Open the Packages context Right-click Packages to open Long tap Packages to open

menu. the shortcut menu. the shortcut menu.

Deprecated words

The following words have been replaced with new words, considering the audience profile, our
modern approach to voice and style, and our emphasis to use input-neutral terms that support all
input methods.

Old usage... New usage...
shortcut menu, right-click menu | context menu
click, right-click select

drag and drop drag
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CHAPTER 1
Overview of IxOS

This topic provides a basic overview of IxOS.

About the Ixia Product Family

The Ixia system is the most comprehensive tool available for testing multilayer High Speed
Ethernet, 10/100 Mbps Ethernet, Ethernet Gigabit, 10/40/100 Gigabit Ethernet, ATM, and Packet
over SONET switches, routers, and networks.

The Ixia product family includes chassis, load modules, the Ixia IXExplorer software program, and
optional Tcl scripts and related software. A chassis can be configured with any mix of load modules,
and multiple chassis can be connected in a daisy chain or star topology and synchronized to support
very large and complex test environments. The Ixia IXExplorer software provides complete
configuration, control, and monitoring of all Ixia resources in the test network, and the Tcl scripts
allow to rapidly conduct the most popular industry benchmark tests.

The XM12 provides high port density and hot swappable capability.

The XM2 is the next generation portable chassis that is a combination of the architecture with the XM
form factor. The XM2 provides hot-swappable capability in a more portable format.

The XGS12 Chassis — XGS12-SD and XGS12-HS are the next generation high performance platform
capable of supporting XM form factor load modules. XGS12-SD and XGS12-HS are 12-slot chassis
with high-speed backplane (160 Gbps between each adjacent two cards) designed for aggregation
across load modules. These chassis are capable of testing high density, multi-Terabit bandwidth,
Carrier class core edge, metro routers and data center switches. This flexible platform supports layer
2-7 testing on a massive scale and provides the most comprehensive solution for performance,
functional, security, and conformance testing of network equipment and network applications.

The 2-slot XGS2 chassis - XGS2-SD and XGS2-HS provide highly flexible and portable chassis that
powers load modules and test applications to create an Ixia test system. The XGS2 platform
provides the foundation for a complete benchtop or rackmount test environment. The chassis
platform supports Ixia applications for performance, functional, conformance, and security testing.

A range of 1 to 48 ports can be packaged depending on network technology. An Ixia card is also
referred to as a load module. For most media, any combination of load modules may be included in a
single chassis. The highly scalable architecture supports daisy-chaining of up to 256 chassis that
may be locally synchronized. Thus, even the most complex systems can be tested thoroughly and
cost-effectively.

You can configure and control the unit directly through connections to a keyboard, mouse, monitor,
and printer. Also, the unit can be connected to an Ethernet network and an administrator can
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remotely monitor and control it using the IxExplorer software program. Multiple users can access the
unit simultaneously, splitting the ports within a chassis and controlling the activity and configuration
of all ports and functions.

Front panel displays give immediate indication of link state, transmission or reception of packets, and
error conditions. Ixia's powerful IxExplorer and Microsoft Windows-based software provides easy
configuration, control, and status. The Ixia system offers an optional suite of scripts written in the
industry-standard scripting language Tcl, which stands for Tool Command Language (commonly
pronounced as tickle).

Each Ixia chassis is equipped with one or more Intel processors. The operating system installed on
the chassis may be Windows XP Professional or Windows 7 Professional.

Ixia supports upgrades to the Microsoft operating system (OS) on Ixia chassis.
Contact Ixia Technical Support for assistance with Microsoft OS upgrade
options.

Additional information on the operation of the Ixia chassis and load modules can be found in the other
Ixia guides, which include the following:

o IxExplorer User Guide: Provides information on the use of the Ixia IxExplorer GUI.

» Ixia Platform Reference Guide: Provides information on Ixia chassis and load modules, including
specifications.

» IxAutomate User Guide: Provides information on the use of the Ixia IXAutomate GUI, for
automated testing.

e Tcl Development Guide: Provides information on the Ixia Tcl API used in creating customized
test scripts.

Comprehensive Help is included in the IxExplorer GUI software.
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Installation

Ix0OS

This chapter describes the requirements for and provides detailed instructions for installing IxOS. It
contains the following topics:

Unpacking the Ixia Chassis

Unpacking the Ixia Chassis

Notes, Cautions and Warnings

Installation

Windows 7 Configuration

Windows 10 Configuration

Windows disk cleanup
File-Sharing
Local/Remote Operation
UNIX Installation Notes

Unix/Linux Operation

Powering Up

Shutting Down
Software Installation for Remote Operation

Server Operation Option

Hardware Manager Options

Installing a Demonstration IxServer

Shell Wrapper Installation

Automatic Update Feature
IxOS Silent Install
Uninstall/Modify a Current Installation

Multi-Version Installation and Management

Repair, Modify, Uninstall using Windows Control Panel

Each chassis comes packed in its own box. Carefully remove all of the pieces from the box and check

that you have all the components as mentioned in the following list:
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» IXIA chassis

e Power cord

» Right and left ear brackets and screws, for rack mounting (for XM2)

» Chassis sync cable

» The following documentation items, possibly shipped separately:
o Windows XP or Windows 7 Professional certificate of authenticity
o Getting Started Guide

Notes, Cautions and Warnings

Power Cords

Power cords that are included in shipments of Ixia equipment meet the approved/recognized
standards of the national safety organization(s) of the destination country.

Use the power cord provided or a power cord approved by the appropriate agency for use in the
country where the unit is being used. The power source should be properly grounded.

Battery Replacement
Danger of explosion if battery is incorrectly replaced. You should not attempt to replace the battery.

Return to Ixia Customer Service for replacement with the same or equivalent type of battery. Ixia
disposes of used batteries according to the battery manufacturer's instructions.

Ventilation Requirements

The following caution applies to equipment installed into equipment racks:

Reduced Air Flow—Install the equipment in a rack so that the amount of air flow required for safe
operation of the equipment is not reduced.

Do not block the back or sides of the chassis, and leave approximately two inches of space around the
unit for proper ventilation. Do not block any ventilation apertures on any chassis.Clean ventilation
intake grills periodically to permit good airflow intake.

Voltage

Ixia chassis use voltage from 100 VAC to 240 VAC at 50/60 Hz. Current is from 2.25 A to 20 A.
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Rack Mounting

Two rack-mount ears and black flat-head screws are provided (for chassis that may be rack-
mounted). These are designed to fit a generic 19-inch electronic rack. First, attach the ears to the
unit, and then attach the unit by the ears to the rack by a method appropriate for the rack.

Rack Mounting Precautions
If the chassis is installed in a Rack Mount, observe the following precautions:

a. Elevated Operating Ambient Temperature: If installed in a closed or multi-unit rack assembly,
the operating ambient temperature of the rack environment may be greater than room ambient
temperature. Therefore, consider installing the equipment in an environment that is compatible
with the maximum allowable ambient temperature specified for the chassis (40° C).

b. Reduced Air Flow: Install the equipment in a rack so that the amount of air flow required for
safe operation of the equipment is not reduced.
Do not block the back or sides of the chassis, and leave approximately two inches of space
around the unit for proper ventilation.

c. Mechanical Loading: Mount the equipment in the rack so that a hazardous condition is not
caused due to uneven mechanical loading.

d. Circuit Overloading: Consider the connection of the equipment to the supply circuit and the
effect that overloading of the circuits might have on current protection and supply wiring. Pay
attention to equipment nameplate ratings when addressing this concern.

e. Reliable Earthing: Maintain reliable earthing (grounding) of rack-mounted equipment. Pay
special attention to supply connections other than direct connections to the branch circuit (such
as use of power strips).

Use End Caps on Open Ports

The metal edges of the SFP and SFP+ ports are SHARP. To avoid injury, ALWAYS keep unused SFP
ports covered with end caps. When installing a load module into a chassis or removing from a chassis,
ensure that the end caps are in place on unused ports.

To prevent accidental injury to personnel, do not leave unused SFP (or SFP+) ports uncovered. When
transceivers are not installed, end caps must be used.
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Unused SFP/SFP+
ports require end caps

Affected load modules include the following:

* NGY with SFP+ interface, 2/4/8-port, all models
¢ Dual PHY SFF cards with RJ45 and SFP Gigabit (TXS and STXS)
e ACCELERON-NP and -XP

LSM1000XMV 4/8/12/16-port, all models

LSM1000XMS12/12R

ASM1000XMV12X/12XRTP

Use Ejector Tabs Properly

Ejector tabs on load modules are to be used only to eject a load module from the chassis backplane
connector. They are not designed to support the weight of the load module. Ejector tabs can bend if
used improperly as handles to push, pull, or carry a load module.

Do not use ejector tabs as handles to support a load module while installing and fitting into the
chassis. The ejector tabs are to be used only to eject the module from the chassis backplane
connector.
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The only user maintainable feature is changing the fuse, if it blows. Replace the fuse only with one of
the same size and rating. The fuse drawer, located near the power cord receptacle, pulls out with a
small flat-bladed screwdriver. Note that repeated fuse blowing may likely indicate some internal
problem; you should report the problem to Ixia Technical Support.

We recommend cleaning of the ventilation intake grills periodically to permit good airflow intake.

Calibration of the Ixia chassis is not required. There are no adjustable components in any Ixia

chassis.

China RoHS Declaration

The China RoHS Declaration can be found in the Ixia Platform Reference Guide, in the Chapter titled

About This Guide.

Cautions
XM12 Caution

The following cautions and warnings apply to the XM12 chassis.

The socket/ outlets used to power the unit must be installed near the equipment and must be easily
accessible because the power plug may be used to disconnect the unit from the power source.

Warning

Multiple Sources

of Supply. Disconnect
All Sources before
Servicing

Warning

High Touch Current.
Earth Connection
Essential Before
Connecting Supply

Avertissement
Presence de plusieurs
sources d’'alimentation
électrique. Débrancher
toutes les sources
d'alimentation

avant intervention

Avertissement
Fort courant

de contact
Raccordement a la
Terre impératif
Avant branchement
de I'alimentation

Achtung

Stellen Sie eine
sichere Erdverbindung
her, bevor Sie

die Stromquelle
anschlieRen.

Achtung

Mehrfachstromquellen!

Alle Versorgungskabel

vor Wartung entfernen.

=
EROID—Y
| ZS5AHHYVET
DT, FTIS
BRlCIMTRT
=R — )
HRLTIEE

BBl T a0
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XM2, XGS2-SD, and XGS2-HS Caution
The following caution applies to XM2, XGS2-SD, and XGS2-HS chassis:

The chassis units can only be operated in the horizontal position.

XGS12-HS, XGS2-SD, XGS2-HS, and XGS12-HS Caution
The following caution applies specifically to XGS12-SD, XGS12-HS, XGS2-SD, and XGS2-HS chassis:

Battery replacement: Danger of explosion if battery is incorrectly replaced. You should not attempt to
replace the battery. Return to Ixia Customer Service for replacement with the same or equivalent
type of battery. Ixia disposes off used batteries according to the battery manufacturer's instructions.

Installation

The Ixia Chassis comes preloaded with IxServer and IXExplorer software along with Windows 7
Professional. The chassis includes an internal industry standard computer hardware platform. To
perform initial configuration, it is necessary to obtain the components mentioned here and to attach
them to the appropriate connectors on the back or front of the chassis:

¢ SVGA monitor

e PS/2-style keyboard

e PS/2-style mouse

Debugability Daemon

When you install IxOS on the chassis, the debugability daemon is also installed along with it. This
daemon provides communication and debugability services such as IxLogger and Correlation Engine.
It also provides visibility over the ports to the client, so that when the client uses the chassis, the
ports are visible directly.

Ixia supports upgrades to the Microsoft operating system (OS) on Ixia chassis.
Contact Ixia Technical Support for assistance with Microsoft OS upgrade
options.

Any Ixia chassis must be always operated with the chassis cover closed and with
all card face plates mounted.

Initial Chassis/Peripheral Connection

To perform initial chassis configuration for Windows, a monitor, keyboard, and mouse must be
connected to the chassis.

To configure TCP/IP, do the following:
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1. Attach the monitor, keyboard and mouse to the ports on the back of the XGS12-SD chassis, or
the front of the XM12 chassis as shown in the following figures.

AU 1T D T
ard shassis
temgeralure.

BuZ-0026

B Trlink
W ReErree
B Mode

W TxlLink
B RxEmrer
LN

\%
|
!
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AR

e

" Parallel

2. Attach the power cord to the chassis and then to the wall socket. Switch the main power switch
to'1’ (on).

3. Power on the chassis by pressing the power button in the front of the chassis.

4. Verify that the IxServer window appears as shown in the following figure:

;l: IxServer [_ o] =]
File Wiew Tools Help
alev|
Date Time Card Port Result  Event
05-28-1999 09:38:32 MapMemory
05-28-1999 09:38:32 MapMemory
05-28-1999 09:38:32 Download Backplane
05-28-1999 09:38:32 Download CAPROGRAM FILES\IXIA\Fpgalb0003.
05-28-1999 09:38:36 Boards Present 0x0001
05-28-1999 09:38:36 PowerUp
05-28-1999 09:38:37 Download CAPROGRAM FILES\IXIA\Fpga\c0020C
05-28-1999 09:38:38 Download CAPROGRAM FILESVIXIAFpga\p0020:
05-28-1999 09:38:42 Initialize Memory
05-28-1999 09:38:46 1 CentralFpgaYersion 2
05-28-1999 09:38:46 1 1 FpgaVersion Tx 1.56 Rx 1.56
05-28-1999 09:38:46 1 2 FpgaYersion Tx 1.56 Rx 1.56
05-28-1999 09:38:46 1 3 FpgaVersion Tx 1.56 Rx 1.56
05-28-1999 09:38:46 1 4 FpgaYersion Tx 1.56 Rx 1.56
05-28-1999 09:38:46 MemoryTest IncAddress
05-28-1999 09:38:46 1 MemoryTest IncAddressTest
05-28-1999 09:38:46 MemoryTest DecAddress
05-28-1999 09:38:48 1 MemoryTest DecAddressTest
05-28-1999 09:38:50 MemoryTest PageTest
05-28-1999 09:38:50 1 MemoryTest PageAddressTest
05-28-1999 09:38:51 1 CentralFpgaYersion 2
05-28-1999 09:38:51 1 1 Fpga¥ersion Tx 1.56 Rx 1.56
05-28-1999 09:38:51 1 2 FpgaYersion Tx 1.56 Rx 1.56
05-28-1999 09:38:51 1 3 FpgaVersion Tx 1.56 Rx 1.56
05-28-1999 09:38:51 1 4 FpgaYersion Tx 1.56 Rx 1.56
05-28-1999 09:38:51 1 4 WritePort PacketStream StreamCount 1
05-28-1999 09:38:52 1 3 YWritePort PacketStream StreamCount 1

=

|

| »
|= [1 Connections
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Windows 7 and Windows 10 Configuration

The Windows 7 configuration procedure is explained in the following sections.

Windows 7 TCP/IP Configuration

The network address of the chassis must be set, even if the network is not used.

Chapter 2 Installation

1. To do this, select the following sequence of items: Start (in the lower left-hand corner of your
computer screen), Control Panel, Network and Internet and Network and Sharing

Center. You can view your basic network information and set up connections.

w|iE ¢ Combrol Paned & Metsecrk and btemas ¢ Matwork and Sranisg Conter ':‘_1- [

E 'uli;w Teole  Hulg

o Parnd H . . . . ¥ -
i Wiew your basic netwark information and set up connections
adszternrtting: [ J See:full map
miimns oy % ¥
¥ T M- PURAE macomczm Intammet
i This comprates]
Vit wieal S Aetmzihs Carfwrec] af dndonims
b Ilsremenm Al pe Irtermet
L [romaim netemcrk Conrachione | Local fues Connectian

Chsnnge yoar astecrinng emngs

i Setop amom comnection or mebwerk

St up @ wirdexi, besadBand, duliug, ad hee, o1 YPH connectiang o1 561 up B nauter o BEcek poink

s Comnect bogash sk

COaned of recoanes to 3 witshess, wired, Sal-up, of VPR rebeork connection

*i Cheoe Fo=egrzuz amd staring oztizm
Arcem fibn and panten locsted on ofhar nebwork compuien, o1 charge :hninlg artimg.

= Teaubleshaod peobien:
Dingrease and segai nemworf pephiarng, of get trovhibsshopbing infarmation

2. Select Local Area Connection. The Local Area Connection Status window appears.

{ Local Area Cannection 25tatus =
[ eneral |
Connaction

[P Cormechviby: Internet
[Py Connectiviby: Mo nebaork sccess
Media Stabe: Enabled
Duraton: 20 days 04:05: 38
Spead: 1.0 Gbps

| Dt

Achuity

SEfil — %.ﬂ —  Hatsved

Bytes: 3,533,343,432 3,268,231,721

| B properties || Fpoisavle || Ciagese |

Com
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3. Select Properties. The Local Area Connection Properties window opens, as shown in the
following figure:

U Local Ares Connection 2 Properties ot

[ Hetwordng Shamg

Corvect using
&¥ Broadeom Netirems Gigabil Elhemel 72

This conmaction uss: tha folowing leme:
=R o Ciieri for Micresoft Metwods -

¥ ) Determiniatic: Netwiork Enhancar

1 M0l Packet Schoduler L
| = Rk and Frinter Sharing for Microsoft Metwores [
¥ -+ Broadcom Advanced Server Program Daver

W i btemeet Protoccd Version B (TCR/IPE)

W i mmet Protnec] Version 4 [TCP/Ped) -

a | [} ¥

[ natal.. Unnstal | [ Froperes
Descriation I
Alcys Your COMULE 1) acoes resources on a Microaoht
itk
| oKk | [ Conesl |

4. Double-click the Internet Protocol Version 6 (TCP/IPv6) entry or select Properties to
open the Internet Protocol Version 6 (TCP/IPv6) Properties window as shown in the

following figure:

_12_
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Internet Protocol Version 6 (TCP/IPv6) Properties X
General
You can get IPv6 settings assigned automatically if your network supports this capability.

Otherwise, you need to ask your network administrator for the appropriate IPvé settings.

(® Obtain an IPv6 address automatically
() Use the following IPv6 address:

(@) Obtain DNS server address automatically

() Use the following DNS server addresses:

Validate settings upon exit Advanced

OK Cancel

-

5. This setting reflects the default factory setup for your chassis. It is configured to use DHCP to
discover all network aspects for your chassis. If you have a DHCP server computer on the
network attached to the chassis, this is the appropriate configuration of your chassis; proceed
to step 11. If no DHCP server computer is found on the network, Windows 7 automatically
assigns a unique IP address in the 169.254.0.0-169.254.255.255 range. Again this might be
appropriate for your network. If you need to assign a particular IP address to your chassis, fill in
the fields as explained in the following table.

Category Parameter Usage

General Obtain an IP If selected, the fields for IP address are
address disabled, and the Obtain DNS server
automatically address automatically option is enabled.
Use the If selected, the sub-fields under this option
following IP are enabled for manual configuration of the
address: IP address information.

IP Address The single IP address for this chassis.

_13_
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Category Parameter Usage

Subnet Mask | The IP subnet mask to be used with this IP

address.
Default The IP address of the gateway for the
Gateway network.
Obtain DNS If selected, the IP address for the server
server address computer providing Domain Name Service
automatically (DNS) for name resolution is obtained
automatically from the local DHCP server
computer.
Use the If selected, the sub-fields under this option
following DNS are enabled for manual entry of the IP
server addresses for the DNS servers.
addresses
Preferred The IP address for the preferred DNS server.
DNS server:
Alternate The IP address for an alternate DNS server.
DNS server:
Validate If selected, the IP address settings are
settings upon verified when you exit.
exit
Advanced If selected, the Advanced TCP/IP Settings

dialog box appears.

6. You need to refer to the Host ID at a later time when running IxExplorer. This name must be
assigned in the Computer-System Properties window. First, select Computer icon on the
desktop to open the context menu as shown in the following figure:

I
i
i
P
i
|
E

¥ Manage

Map network drive...

Discannect network drive...

Create shortout
Delete

Rename

Properties
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7. Select Properties
following figure:

Central Panel Heme:

¥ Device WManager

':p Flasmate potlings

B Syatem proleten

¥y Avanoed syRem pmhngs

Action Cenler
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Toek
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. You can view the basic information about your computer as shown in the

Wiwslirieh 7 Uit i

Coppright © J00 hsororofe Compoeation. Al nghty reserved
Servine a1

Syimemm

hanufachsnes Ixin

Modd: bria W2
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Computer decmaptions
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8. Select Change settings. The System Properties window appears as shown in the following

figure:

System Properties

. B

=TS onthe network.

| Computer Name | Hardwere | Advanced | Sysem Frotection | Remote

i Windowa uses the following infamation to identify your computer

Network 0.

wokgroup, chck Change

Computer description:  Pauend
Far examala: “Hichen Compiter” or “Mary's |

Full eomauter name LKIN-PURABI sdasom sam

Diamain: i3 oM. com

|| | Touse a wizand to join 3 domain or workgroup. chck [T——

To rename this computer ar change s doman or [ Chemge

Lok J[ comcsl || ooy

9. The Computer Name shown in the System Properties window is an example of the pre-
configured name assigned to each chassis. Each chassis’ name is of the form <TYPE>-
<SERIALNO>. <TYPE> is corresponding to the type of chassis. <SERIALNO> is the chassis
serial number and is always six digits long. By default, each chassis is also a member of the IXIA
workgroup. This may be changed at this time to another workgroup or as a member of a
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Windows 2000/XP domain. If any change has been made, Windows asks you if you wish to
restart. Answer ‘YES.’

Changing a chassis name requires updating your license. See Regular License
Installation.

Windows 7 General Configuration

The Windows 7 initial configuration includes some features that make the chassis more robust and
easier to use. The features are mentioned in the following list:

1. The latest Windows 7 Service Pack has been applied. This Microsoft Certified software increases
the operating system security.

2. The time zone of the computer has been set to UTC, with Daylight Saving Time disabled. To
change this, do the following:

i. Selectthe time in the notification area and select Adjust date/time from the context
menu, as shown in the following figure.

Toclbars ¥

Adjust date/time

Customize notification icons

Cascade windows
Show windows stacked
Show windows side by side

Show the desktop
Start Task Manager

v  Lock the taskbar
Properties

The Date and Time window appears.
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. - Date and Time - m—— ﬂ
Date and Time | Additional Clodks
|
=
/ i Date:
I."'r o Ty 04 December 2014
|I - :,‘\ -, ||
e y Tirme: N
\, 15:50:00
e 1 i
. E I Change date and time... ! i
Time zone |
i

(UTC+05:30) Chennai, Kolkata, Mumbai, Mew Delhi

Change time zone..,

Daylight Saving Time is not observed by this time zone.

Get more time zone information anling

How da ] st the clock and time zo0e?

ok || cenesd || aeoly

L F

-

ii. Select Change time zone and adjust the time zone and daylight savings time settings as
appropriate, as shown in the following figure. Return to the Date and Time tab to set the
current time in your time zone.

s Time Zone Settings ﬁ

Set the time zone:

Time zone

|_[LITC+DS:II] Chennai, Kolicata, Mumbai, Mew Delhi 7

Cument date and time: 04 December 7014, 15:53

[ ok || canca |

3. An NTP (Network Time Protocol) service automatically runs. If your chassis is connected to the
Internet, it keeps the system clock on your chassis accurate. If your chassis is not connected to
the Internet, the NTP service has no adverse effects.

4. An anti-virus scanner is installed, but it does not run a scheduled full system scan.
Windows 7 Security Settings

The user name for the administration level account is ixia, with a password consisting of second half
of the chassis serial number. For example, if the chassis’ serial number is 400-1234567, the account
name is ixia and the password is 1234567.
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The administrator is responsible for system maintenance and may perform any operation on the
system. The ixia user is automatically logged on when the chassis is powered on.

Windows 10 TCP/IP Configuration
The network address of the chassis must be set, even if the network is not used.

1. To do this, select the following sequence of items: Start (in the lower left-hand corner of your
computer screen), Control Panel, Network and Internet and Network and Sharing
Center. You can view your basic network information and set up connections.

= Metwork and Sharing Center

5
€« “ 4 E¥ 5 Control Panel » Metwork and Internet + Metwork and Sharing Center v O
View your basic network information and set up connections

Control Panel Home

View your active networks
Change adapter settings

Change advanced sharing Network Access type: Internet
settings Public network Connections: [ Ethernet 3
Access type: Mo network access
Unidentified network Connections: [ Ethernet
Public network U Ethernet2
U Ethernetd

Change your networking settings
dﬁ;. Set up a new connection or network
=

Set up a broadband, dial-up, or VPN connection; or set up a router or access point.

[=¥H Troubleshoot problems

Diagnose and repair network problems, or get troubleshooting information.

Infrared
Internet Options

Windows Defender Firewall

2. Select Ethernet. The Ethernet Status window appears.
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,”. Ethernet 3 Status

General
Connection
IPv4 Connectivity: Internet
IPvo Connectivity: Internet
Media State: Enabled
Duration: 1day 01:49:10
Speed: 1.0 Gbps
Details...
Activity
Sent L‘_E Received
S
Bytes: 1,404,730,9389 4,880,663,562
® Properties ® Disable Diagnose
Close

Chapter 2 Installation

3. Select Properties. The Ethernet Properties window opens, as shown in the following figure:
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U Ethernet 3 Properties =
Metworking  Sharing

Connect using:
I? Intel(R) Bthemet Controller X540-AT2

This connection uses the following items:
— a Client for Microsoft Metworks ~

":]? File and Printer Sharing for Microsoft Networks

E]EGUS Packet Scheduler

4 Intemet Protocol Version 4 (TCP/Pvd) i

. Microsoft Metwork Adapter Multiplexor Protocal I

4. Microsoft LLDP Protocel Driver I

& Intemet Protocol Version & (TCP/IPvE) W
>

" REOFRRERE®

Imstall... ningtall Properties

Description B

Allows your computer to access resources on 8 Microsoft
networl.

QK Cancel

4. Double-click the Internet Protocol Version 6 (TCP/IPv6) entry or select Properties to open the
Internet Protocol Version 6 (TCP/IPv6) Properties window as shown in the following
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figure:
Internet Protocol Version 4 (TCP/1Pwd) Properties .

General  Alternate Configuration

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your netwark administrator
for the appropriate IP settings,

(®) Obtain an IP address automatically
("yUze the following IF address:

(®) Obtain DMS server address automatically

("1 Use the following DNS server addresses:
|
e

Validate settings upon exit Mt

Cancel

5. This setting reflects the default factory setup for your chassis. It is configured to use DHCP to
discover all network aspects for your chassis. If you have a DHCP server computer on the
network attached to the chassis, this is the appropriate configuration of your chassis; proceed
to step 11. If no DHCP server computer is found on the network, Windows 10 automatically
assigns a unique IP address in the 169.254.0.0-169.254.255.255 range. Again this might be
appropriate for your network. If you need to assign a particular IP address to your chassis, fill in
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General

You can get [P settings assigned automatically it yvour network supports
this capahility, Otherwise, you need to ask your network administrator

for the appropriate IP settings.

() Cbtain an IP address automatically
(®) Use the following IP address:

IP address: | 192,168 . 36 . 133 |
Subnet mask: | 255 .255.255. 0 |
Default gateway: | 192.168 . 36 . 129 |
Ohbtain DMS server address automatically 1
(@) Use the following DNS server addresses:
Preferred DNS server: | 192,168 . 36 . 200 |
Alternate DMS server; | |
[ ]validate settings upon exit P e 1
oK Cancel
Category Parameter Usage
General Obtain an IP If selected, the fields for IP address are disabled,
address and the Obtain DNS server address

automatically

Use the

following IP

address:
IP Address
Subnet Mask
Default
Gateway

Obtain DNS

automatically option is enabled.

If selected, the sub-fields under this option are
enabled for manual configuration of the IP address
information.

The single IP address for this chassis.

The IP subnet mask to be used with this IP address.

The IP address of the gateway for the network.

If selected, the IP address for the server computer
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Category Parameter Usage
server address providing Domain Name Service (DNS) for name
automatically resolution is obtained automatically from the local
DHCP server computer.
Use the If selected, the sub-fields under this option are
following DNS enabled for manual entry of the IP addresses for
server the DNS servers.
addresses
Preferred The IP address for the preferred DNS server.
DNS server:
Alternate The IP address for an alternate DNS server.
DNS server:
Validate If selected, the IP address settings are verified
settings upon when you exit.
exit
Advanced If selected, the Advanced TCP/IP Settings dialog

box appears.

6. You need to refer to the Host ID at a later time when running IXExplorer. This hame must be
assigned in the Computer-System Properties window.

First, select the the Computer icon on the desktop to open the context menu as shown in the
following figure:

Open
Pin to Quick access

E;' Manage

Unpin from Start

Map network drive...
Disconnect network drive...

Create shortcut
Delete

Rename

Recycle B

Properties
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7. Select Properties. You can view the basic information about your computer as shown in the
following figure:

3 system — ]
4 [ 5 ControlPanel » System and Security > System w|©! | Search Control Panel p
Control Panel Home : 3 F ®
View basic information about your computer
& Device Manager Windows edition
& Remote settings Windows 10 Pro M -- 2
& System protection 1@ 2018 Microsoft Corporatian, Al rights reserved. . Wl n d OWS 1 O
) Advanced system settings .
System
Manufacturer: Ixia iXIa I Keysight
Model: Ixia XGS125D Buginess
Processor: Intel(R) Xeon(R) CPU E5-2620 0 @ 2.00GHz 2.00 GHz
Installed memory (RAM): 16,0 GB
System type: 64-bit Operating System, x64-based processor
Pen and Touch: Pen and Touch Support with 256 Touch Points
Ixia support
Phone number: UsA: 1-818-595-2599
Support hours: USA: Bam - 6pm PST, Monday - Friday
Website: Online support

Computer name, domain, and workgroup settings

Computer name: XGS1250-0716421 ) Change settings

Full computer name: XG5125D-0716421
Computer description:
Sesalso Workgroup: XA

Security and Maintenance
Windows activation

8. Select Change settings. The System Properties window appears as shown in the following
figure:

System Properties ot
Computer Name  Hardware Advanced  System Protection  Remote

[;a Windows uses the following infarmation to identify your computer
= on the networlk.

Computer description: | Pquery|

For example: "Kitchen Computer” or "Mary's
Computer”.

Full computer name: ¥E51250-0716421

‘Worgroup: [ 318
To use a wizard to join a domain or workgroup, click
MNetwork |0, Metwork 1D...

To rename this computer or change its domain or

workgroup, click Change. [:hang_e._.

Cancel Forly
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9. The Computer Name shown in the System Properties window is an example of the pre-
configured name assigned to each chassis. Each chassis’ name is of the form <TYPE>-
<SERIALNO>. <TYPE> is corresponding to the type of chassis. <SERIALNO> is the chassis
serial number and is always six digits long.

By default, each chassis is also a member of the IXIA workgroup. This may be changed at this
time to another workgroup or as a member of a Windows 2000/XP/7/10 domain.
If any change has been made, Windows asks you if you wish to restart. Answer ‘YES.’

Windows 10 General Configuration

The Windows 10 initial configuration includes some features that make the chassis more robust and
easier to use. The features are mentioned in the following list:

1. Unlike Windows 7 which only received one major Service Pack update, Microsoft frequently
works on big updates to Windows 10.
New features are introduced on a regular basis in the Windows 10 operating system.

2. The time zone of the computer is set to UTC, Coordinated Universal Time. To change this, do the
following:

i. Select the time in the notification area and select Adjust date/time from the context
menu, as shown in the following figure.
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Toolbars

Adjust date/time

Custornize notification icons

Cortana
" Show Task View button
Show People on the taskbar
~ Show Windows Ink Workspace button

Show touch keyboard button

Cascade windows
Show windows stacked
Show windows side by side

Show the desktop

Task Manager =

+  Lock the taskbar

¥ Taskbar settings

The Date and Time window appears.
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Settings

(i1 Home

| Find a setting 2 |

Time & Language

| Date & time
& Region
£F  Language

Qu Speech

Date & time

Date and time
10:52 AM, Wednesday, June 5, 2019

Set time automatically
@ o~

Set time zone automatically
@ or

Change date and time

Change

Time zone

(UTC) Coordinated Universal Time ~

Lg_&\ Off

v

Show additional calendars in the taskbar

Don't show additional calendars o

Related settings

Date, time, & regional formatting

Add clocks for different time zones

Chapter 2 Installation

Select Change time zone and adjust the time zone and daylight savings time settings as
appropriate, as shown in the following figure. Return to the Date and Time tab to set the
current time in your time zone.

(UTC+04:00) Yerevan

(UTC+04:30) Kabul

(UTC+05:00) Ashgabat, Tashkent

(UTC+05:00) Ekaterinburg

(UTC+05:00) Islamabad, Karachi

(UTC+05:00) Qyzylorda

(UTC+05:30) Chennai, Kolkata, Mumbai, Mew Delhi

(UTC+05:30) 5 Jayawardenepura

(UTC+05:45) Kathmandu
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3. An NTP (Network Time Protocol) service automatically runs. If your chassis is connected to the
Internet, it keeps the system clock on your chassis accurate. If your chassis is not connected to
the Internet, the NTP service has no adverse effects.

4. An anti-virus scanner is installed, but it does not run a scheduled full system scan.
Windows 10 Security Settings

The user name for the administration level account is ixia, with a password consisting of second half
of the chassis serial number. For example, if the chassis’ serial number is 400-1234567, the account
name is ixia and the password is 1234567.

The administrator is responsible for system maintenance and may perform any operation on the
system. The ixia user is automatically logged on when the chassis is powered on.

Windows Disk Cleanup

Windows Disk Cleanup automatically cleans up dump, PerfMon, and trace files after a preset number
of days.

To invoke only the IxOS-specific Disk Cleanup type the following command in the command prompt.
cleanmgr /sagerun:4011

In a complex environment with many Windows machines, it is desirable to use a Group Policy to set
up Disk Cleanup consistently across the board. See Automatic Disk Cleanup with Group Policy and
SCCM for more information.

File-Sharing

To protect Ixia chassis from virus attacks, Ixia has secured the chassis from unsafe remote access.
This was started with chassis shipped or repaired on and later than August 1, 2004. By default,
Microsoft NetBIOS file sharing mechanisms are disabled on Ixia chassis. The chassis is not able to
browse through the network, join a domain, or have open file shares. To allow a means of file transfer
to and from a chassis, an FTP server computer has been included and enabled on the chassis.

A remote user, logged into another computer, may look at or deposit files on a chassis by using FTP.
When accessing a chassis’ FTP server computer, the C: drive is set to read-only and the D: drive is set
to read/write. The intent is that software updates be deposited on the D: drive, and then locally
installed from the chassis’ console. To view the contents of the chassis C: drive, type ftp://TTT-
nnnnnn/ into your browser, as shown in the following image.

To access a chassis’ D: drive, just append a d: to the URL.

Software may be copied to the folder shown on the browser’s screen by drag-and-drop operations.
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Inetpub Program WINMT WilTemp
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Click here to learn about browsing FTP
sites,
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Ixia Restare
d: Software

Server: 400-174329
User Mame: Anonyrmous

Click here to learn about browsing FTP

sikes,
Iy

User: Anonymous (28 Local intranet 4

Local/Remote Operation

The IxExplorer software is the primary tool for navigation, configuration, and control of the Ixia
hardware. You may use IxExplorer either from the monitor attached directly to the chassis or from a
system connected to the network attached to the chassis. After initial configuration, the monitor,
keyboard, and mouse need not remain attached to the chassis. If the IXExplorer software is to be
used from a remote system, the software must be installed there.
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UNIX Installation Notes

To run the GUI installer, your client computer must be configured with an operational X-windows
server computer.

Be sure to set your DISPLAY environment variable to the host name or IP address of the client
computer on which you want the installer GUI to display. The following examples explain the setting
of the DISPLAY environment variable using various shells. If you need environment configuration
assistance beyond this, consult your System Administrator.

// enable connections to X Server
xhost + or xhost [remote hostname]

// set DISPLAY environment variable
// determine shell
echo $SHELL

// depending on what shell you use - Bourne shell (bsh or sh),
// Bash (bash- Bourne shell again), C shell (csh) or Korn shell (ksh);
// set DISPLAY environment variable:

// bash:
export DISPLAY=hostname:©

// bsh or ksh:
DISPLAY=hostname:0
export DISPLAY

// csh:
setenv DISPLAY hostname:0

If you are updating an existing installation, be sure to run the installer as the same user who initially
installed the software.

Always run the uninstaller before removing any files manually.

If you are installing as the root user using an install location in a network-mounted file system,
ensure that you have write permission to the file system.

To install the Tcl Client on Linux computer, perform the following steps: (nhote that the binary file
name ‘IxOS<version>Linux.bin’is used in the following example. In most cases, the file name is
different)

Download either the ZIP, BIN or TAR file from the Ixia Web site.

2. Extract and copy all folders and files from the ZIP, BIN or TAR file into the lib folder of the IxOS
client installation.

3. Copy the IxOS<version>Linux.bin file to the Linux system.
4. Change the file's attribute to make it executable. Example: chmod +x IxOS<version>Linux.bin

Execute the IxOS installer file (use the —i gui option if your Linux version supports a graphical
user interface). Example: ./IxOS<version>Linux.bin

6. When the installer prompts you, select Tcl version 8.5 (required).
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7. Follow the rest of the instructions to complete the installation.
8. Follow the installation prompts to complete the installation.

9. After installation, set the following variables

The following examples match the sample installation, you must alter
these paramets to match your installation.

export IXIA_HOME=/opt/ixia/tcl/8.5.17.0 IXIA_VERSION=9.10.XXX.XXX
export TCLLIBPATH=$IXIA HOME/lib 10.
10. Alternatively, specify the following environment variable to specify the location ,the log,

sample, and results files for IxOS:

IXIA_LOGS_DIR=/tmp/Ixia/Logs

IXIA_RESULTS_DIR=/tmp/Ixia/Results

IXIA_SAMPLES=/tmp/Ixia//samples IXIA_TCL_DIR=$IxialibPath

1. If the Tcl option was installed with an IxOS installation, add Ixia's bin and lib folder to the PATH

and LD_LIBRARY_PATH variable to use it.

For example: IxialLibPath=$IXIA_HOME/lib
IxiaBinPath=$IXIA HOME/bin
PATH=$IxiaBinPath:.:$TCLBinPath:$PATH
LD_LIBRARY_PATH=$IxialLibPath:$LD_LIBRARY_PATH

If the installation fails, check that there is enough disk space on the system by using the df -ak
command.

There must be enough space in the /tmp folder to extract the files, and also in the target folder where
the files are to be installed. If the /tmp directory does not have enough space, specify the directory.
You can do this by setting IATEMPDIR environment with path to the folder where you have enough
free space. The following example shows the use of the options:

export IATEMPDIR=<tempdir>
./Ix0S8.00.XXX.XXXLinux.bin

For 64-bit Linux systems, you should use the ixosX.XX.XXX.XXXLinux64.bin.
The installation is the same as described in the previous procedure.

Unix/Linux Operation

Though IxExplorer is a Windows-only application, you can access the IxOS hardware and software
from a UNIX or Linux environment by installing a Tcl client on the UNIX/Linux computer. The client
computer connects to IxTclServer on the chassis.

For specific information on how to use IxTclServer and the Tcl client, see the IxOS Tcl Development
Guide.

There is also support for 64-bit Linux and the installer is ix0s8.00.XXX.XXXLinux64.bin.
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Powering Up

To power the chassis, press the power button in the front of the chassis. If a monitor is connected to
the chassis, the initial window appears.

The IxServer software is the agent that interfaces directly to the hardware of the chassis. It is started
automatically at power-up and the software’s viewable output is primarily intended as a diagnostic
tool for the Ixia hardware. IxExplorer can now be started locally by double-clicking the IXExplorer
icon on the Windows desktop, as shown in the following figure:

ili
&

Shutting Down

To shut down the chassis, if you are using the monitor attached to the chassis itself, you can use any
of the three following techniques:

« From IXExplorer, select the chassis in the tree view, select Tools and choose Shutdown.
» Close IxExplorer, and shut down Windows by using the Shutdown option from the Start menu.

» Press the power button in front of the chassis.
If you are using IxExplorer remotely, you can shut down the chassis by:

» From IxExplorer, select the chassis in the tree view, select Tools and select Shutdown.
If no monitor attached directly to the chassis, you can also:

» Press the power button in front of the chassis.

All of these options invoke shutdown of Windows, and turn off the power supply in the chassis. When
the chassis is powered off but still getting AC power, the yellow ‘Standby’ LED on the front of the
chassis is lit. Try to avoid powering down the unit by removing AC power or turning off the power
switch at the AC power input module on the rear of the chassis, as this may cause file system
problems.

Installing and Removing Load Modules

Installing Load Modules

To install a load module, do the following:

1. Support the bottom of the load module with one hand, while gripping the front of the load
module with the other hand.

Ensure that end caps are in place on unused ports. See topic Use End
Caps on Open Ports

2. Align bottom of load module onto the guide rail in the chassis slot.

_32_



Chapter 2 Installation

3. Gently slide the load module into the slot by pushing on the front of the load module.

Do not use ejector tabs as handles to support the load module while installing and seating into
the chassis. The ejector tabs are to be used only when ejecting.

4. Push the load module firmly into the backplane connector. The load module must be firmly
seated into the connector.

i
it
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Removing a Load Module from the Chassis

To remove a load module from the chassis, do the following:

1. Press the ejectors at top and bottom of load module front, to release the load module from the
backplane connector.

M.
L]

ifi

2. Gently grip the ejectors and pull the load module a short way—about 1 inch (3 cm)—out of the
chassis.

Do not use ejectors to support the weight of the load module. They are not intended to support
the weight.
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3. Grip the front of the load module and pull it out of the chassis
out, support the bottom of the load module.

'“""“—_'

[ T T —
o Rt BN D P et 5 S
W Wioran ey
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4. Place the load module into an ESD bag or container, to prevent damage while handling or
transporting it.

Software Installation for Remote Operation

For remote operation on chassis, you need to use a client component called IxExplorer. IXExplorer is
included as part of IxOS installation on chassis and can be accessed via monitor attached to chassis
itself. For client computers, standalone IxExplorer installer should be used. Both IxExplorer and IxOS
can be downloaded from Keysight website.

After downloading the installer (.exe file) on your computer, select on the file and select Run as
administrator from the context menu to start installation. The installation presents a standard set
of dialog boxes allowing users to include/exclude certain components. Please make sure Client
component is included.

The following client operating systems are certified for use with the indicated Keysight IxOS software.

» Windows 2008 Server 64-bit

» Windows 7 Enterprise 32-bit (Build 7601)

* Windows 7 Professional 32-bit (Build 7601)

* Windows 7 Professional 64-bit (Build 7601)

* Windows 7 Ultimate 32-bit (Build 7601)

» Windows 2012 Server Standard R2 64-bit

» Windows 8.1 Enterprise 32-bit and 64-bit (Build 9600)
* Windows 10 Pro (Build 1803)

The following versions of Windows operating systems are no longer supported on the client:

» Windows Vista Enterprise SP2 32-bit and 64-bit
» Windows XP Professional 32-bit SP3

» Before proceeding with IxOS or IxExplorer installation, Keysight
recommends you to update Microsoft Windows Operating System version
on Keysight Chassis or Client computers to corresponding supported build
version. Contact Keysight Technical Support for assistance with Microsoft
Windows Operating System update options on Keysight Chassis.

« If the target drive has insufficient storage, you may encounter 2755 error
message during installation. This is indicative of insufficient space on the
system drive or target drive. IxOS installation requires ~13 GB of space on
chassis and ~5.5 GB of space on client. IxExplorer installation requires
~2.5 GB of space on client.
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Software Installation Procedure

You require admin privileges to install the software. Complete the following steps to install the
software.

1. Download a copy of IxExplorer or IXOS installer (.exe file) from Keysight website. Since you
need administrative privileges to proceed with installation, select the file and select Run as
administrator from the context menu to start installation.

* Use IxExplorer if you only need client components and do not need server
components like Demo Server, TCL Server, and Hardware Manager.
IxExplorer can only be installed on Client computers. For all other
scenarios, use IxOS installer, which also installs IXExplorer.

« If you do not have administration privileges, the User Account Control
dialog box will appear, as shown in the figure below.

“r User Account Control _..

r, This file is from an untrusted location.
%/ Are you sure you want to run it?

Program name:  IxExplorer8 S0EB.exe
File origin: Network drive

To continue, type an administrator password, and then click Yes.

S

V. Show details i; Y | No

This file is in a location outside your local network. Files from locations you don't
recognize can harm your PC, Only run this file if you trust the location.

2. Adialogue box appears providing option for changing Installer Cache path where installer and
helper files are stored. It should only be changed to a location which does not require
administrative privileges. Select Next to proceed.
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o 1x089.27 X

Destination Folder for Files
Please select the destination folder where the package should extract the files to:

Please select the destination folder:
t:‘\Prcgram Files (x86)\lxialnstallerCache\lx05\9.27.3300.8% - Browse
xia < Back Next> Cancel

3. Installer starts unpacking files after which, setup progress window appears and package
integrity check is performed. Wait for the check to complete.

-38-



Chapter 2 Installation

& x0s9.27

Unpacking Files
Please wait while the package files are being extracted onto your computer...

Extracting FPGA.cab...

beia < Back Next > Cancel

@ Keysight setup

Setu ress
P prog AM KEYSIGHT
Installing application 'Ix0S 9.27.3300.8' TECHNOLOGIES
| Package | Version Status A
3 Package Integrity Check Completed

windowsg. 1-kb4499175-x86

Windows6. 1-KB2921916-x86

windows6. 1-kb4474419-v3-x86

windows6. 1-kh4430628-x86

Microsoft VC Runtime 2010

Microsoft Visual C++ 2010 SP1 Redistribut. ..

Microsoft VCRuntime 2019 (X86)

Microsoft VCRuntime 2019 (X64) W
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4. After package integrity check passes, a separate welcome dialog box appears indicating that
setup is ready to begin. Select Next.

7 x059.27.3300.8 X

Welcome to the Setup for Ix0S 9.27.3300.8

The Setup will install Ix0S 9.27.3300.8 on your computer. This
may take about 15 minutes. To continue, dick Mext.

‘ ‘ ‘ | | ‘ ‘ | ‘ ‘ WARNING: This program is protected by copyright law and
LLEELEEEREERTTERTN T international treaties.

carce

If IxOS or IxExplorer is already installed on the computer, following dialog box will appear indicating
multiple installation of same application. Select Continue to proceed.
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hOS 9.27.3300.8 X

Existing application installation detected:

Multiple installations of this application has been detectad

If you wish to remove an existing installation prior to
installing this release, you can cancel the installation and
remove the application(s) via the Microsoft Windows

Add/Remove Programs applet.

You can proceed with installing the current release side-by-
RHIARARLRRERARA R side with the existing version by selecting 'Continue’.

Continue

NOTE IxServer should not be up and running during installation. If it is, you will be
prompted to retry installation after closing IxServer.

5. Software License Agreement window appears. You must accept the terms, to continue the
installation. You need to license the product if it is not already licensed. See Chapter 4, License
Management. Select Next to proceed.
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#9 1x0S9.27.3300.8 X
License Agreement

Ao KEYSIGHT

Please read the following license agreement. TECHNOLOGIES

KEYSIGHT SOFTWARE END-
USER LICENSE AGREEMENT

ATTENTION: THE SOFTWARE IS SUBJECT TO THE END-USER LICENSE
AGREEMENT (“EULA™) SET FORTH BELOW.

TO INSTALL OR USE THE SOFTWARE, YOU MUST FIRST AGREE TO THIS EULA.

IF THIS EULA IS PRESENTED TO YOU ELECTRONICALLY AND IF YOU HAVE
READ, UNDERSTAND, AND AGREE TO BE BOUND BY ITS TERMS, CLICK
“AGREE". IF THIS EULA IS PRESENTED TO YOU IN A HARD COPY FORMAT, BY
POWERING ON AND USING THE COMPUTER, INSTRUMENT, OR MACHINE, YOU

(O Do Not Agree
InstallShield
<Back [ mext> Cancel
19 1x059.27.3300.8 X
KEYSIGHT TECHNOLOGIES
M. KEYSIGHT
SOFTWARE USAGE PRIVACY MOTICE TECHNOLOGIES

When you use xOS, Keysight will collect and process the following categories of
information that may be considered personal data: Usernames, IP address,
hostname, email address, feature usage, and license data.

Keysight will use this personal data for the purpose of providing usage reporting to
Keysight end users.

Additional information regarding Keysight's privacy practices, including international
transfers and data subject rights, is available in Keysights Customer Privacy
Statement, available at hitps:/fwww keysight. com/go/privacy. Direct privacy
guestions to Keysight's Privacy Advocate (privacy_advocate@keysight.com)orin
Germany, you may also contact Data Protection Officer Germany, Keysight
Technologies Germany GmbH, Email: data-protection_germany@keysight.com.

InstaliShield

< Back | Mext > ' Cancel
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KEYSIGHT TECHNOLOGIES

,w KEYSIGHT

OPTOUT OF DIAGNOSTICS AND USAGE DATA COLLECTION TECHNOLOGIES

EBvdtd&uﬂisbox, you opt out of diagnostics and usage data collection. Keysight may continue
to collect anonymous information or license information.

InstallShield
<Back || Next> | cancel
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6. Installation Option window appears. Following options are listed depending on whether

installer is IxOS or IxExplorer and whether target is a chassis or client.

9.27.3300.8
IxExplorer Setup HT
Select the features you want installed. 'UU TECHNOLOGIES

Click on an icon in the list below to change how a feature is installed.
Feature Description

S e etogan
Ixia chassis, induding IxExplorer,
Td Client, and ScriptGen. Install
on a remote dient workstation or
Ixia chassis.

This feature requires 305MB on
your hard drive.

Install to:
C:\Program Files (x86)\[xa\Ix0S\9.27.3300.8\

InstallShield
| Hep || DiskSpace ||
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# 1x059.27.3300.8 X
Ix0S 9.27.3300.8 Setup
'WKEWIGHT
Select the features you want installed. TECHNOLOGIES
Click on an icon in the list below to change how a feature is installed.
- | Clent Installs server components on an
o S| Td Server and the Linux Port CPU
Environment. Installable on an
Ixia chassis only
This feature requires 2851MB on
your hard drive,
Install to:
C:\Program Files (x86)\xia\IxOS\9.27.3300.8\ Change...
InstallShield
. Hep | | DiskSpace = <Back [ Next> || cancel

Ix05 9.27.3300.8 Setup
Select the features you want installed.

* KEYSIGHT
TECHNOLOGIES

Click on an icon in the list below to change how a feature is installed.

Client

Feature Description
Configures IxServer in demo
mode. On a chassis, IxServer
ignores installed load modules.
Deselect to restore normal
IxServer operation.

This feature requires 211MB on
your hard drive,

Install to:
C:\Program Files (x86)\Dda\Ix05\9.27.3300.8\

InstallShield

| Help | | DiskSpace | |  <Back

Next> ||  Cancel
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» Select the components that should be installed. Options include the following:

® Client: Installs IxExplorer and TCL consoles used to manage and configure the Ixia
chassis, load modules, and ports. Available on both IxExplorer and IxOS installation.

m Server: Installs IxServer which only boots up in Ixia Chassis, accepts connections from
client apps like IxExplorer or TCL console and communicates with or manages chassis
hardware. Available only when IxOS is installed on chassis.

= Demo Server: A pseudo-IxServer that imitates several configurable load modules. No
real traffic can be sent using the demonstration server computer. Available only when
IxOS is installed on client. Refer to Installing a Demonstration IxServer for more
information.

= Tcl Server: Installs software module which implements an intermediate process needed
to support nonWindows (Unix) IxAutomate (formerly IxScriptMate), Tcl, and other client
computers. Available only when IXQOS is installed. See the IxOS Tcl Development Guide for
more information on IxTclServer.

Any option selected for installation will not have a red ‘X’ in its icon. Select Next to proceed.

» If IxServer or IxTclServer are selected, another dialog box appears that
requests to define how the server should be run. See Server Operation
Option below for more information. This however does not affect Demo
Server.

* If none of IxServer, IxTclServer and Demo Server is selected, another
dialog box appears asking whether you want to install off-chassis
hardware manager. See Hardware Manager Options for more details.

7. This is an optional step which you will only see if you're using IxOS installer, which might install
two versions of TCL as shown in figure below. Selecting any one of the TCL version will only
change the version of default TCL interpreter spawned by TCL server when it receives a
connection from TCL client. This can be changed after installation as well, using TCL Server
Launcher -> Tools -> Options. Select Next to proceed.
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# 05 9.27.3300.8 X

Tl Version:

This version of IxOS supports two versions of Tdl, The default
selection should be chosen unless there is a specdific
requirement otherwise by an application you intend to install on
this machine.

Please select a version to use,

‘I III‘I‘I|‘I|II‘ 2:

KEYSIGHT

TECHNOLOGIES

con | > ]|

8 1x059.27.3300.8 X

Server Operation Option:

(®) Add to Startup Programs. (Typical)
Start Server(s) when user logs on.

() Run as Service,

Install Server(s) as a service(s). No Desktop
shortcuts are created. Use the Windows
Service Control Manager to start/stop

Annnnnnn

RERRRIRRRRRARE AR

() None.

Start Server(s) manually.

Note: Add to startup option requires the user
to disable User Access Control

ook [Tz ]| cance

8. After you have selected the components as per your requirement, the dialog box shows the
selected components that are ready to install, as shown in the following figure. Select Install to
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proceed.
#9 x059.27.3300.8 X
Ready to Install the Program. This may
take about 15 minutes. * 1[(;""0;_00';[[
The wizard is ready to begin installation.

Click Install to begin the installation. This may take about 15 minutes.

If you want to change any of your installation settings, dick Back to select a feature(s).
Click Cancel to exit the wizard.

You have selected the following features to install

Adding:
Tdas
Td85
TdServer
Server
Client

InstallShield

Ready to Install the Program. This may

take about 15 minutes. M’ KEYSIGHT
The wizard is ready to begin installation.

Click Install to begin the installation. This may take about 15 minutes.

If you want to change any of your installation settings, dick Back to select a feature(s).
Click Cancel to exit the wizard.

You have selected the following features to install

Adding:
Tdas

InstallShield
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9. After several installation progress windows (such as one shown below), a dialog box will finally
appear indicating installation completion. You can view Release Notes if you select Show the
Release Notes check box. Select Finish to exit.

|
e — KEYSIGHT
Installing application "Ix0S 9.27.3300.8' TECHNOLOGIES
? | | Package | Version Status ”
[ Microsoft VCRuntime 2019 (X&4) 14.28.29914 Completed
[ Microsoft .NET Framework 4.5.1 378675 Completed
(3 Microsoft .NET Framework 4.6.1 394271 Completed
(3 Run Licensing Migration Check Completed
[ DevExpress 12,1.8.8 Completed
(3 Applnfo 2.0.0.9 Completed
~f« In0S 9,27.3300.8 In progress...
ActiveTds.5.17 8.5.17.31
ActiveTds.6.6 8.6.6.19 W
[ < >
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17 1x059.27.3300.8 - X
Installing Ix0S 9.27.3300.8 .
M. KEYSIGHT
TECHNOLOGIES
The selected features are being installed.
| Plesse wait whie the Setup installs IxOS 9.27.3300.8 . This may take about
15 minutes.
Status:

InstallShield

<Back Next >

Setup Completed

The Setup has successfully installed Ix0S 9.27.3300.8 . Click
Finish to exit the wizard.

| | ‘ | | | ‘ | | I | I | I ‘ I | | ‘ | IxExplorer now requires a separate installation of Ixia
Wireshark for Capture View and Analysis. Ixia Wireshark
installer can be downloaded from the Ix0S Software

Download page at: https: {/support.ixiacom.com

KEYSIGHT

TECHNOLOGIES
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Server Operation Option

IxServer and Tcl Server start up has three control options, as shown the following figure.

Server Operation Option:

(® Add to Startup Programs. {Typical)

Start Server(s) when user logs on.

'D Run as Service,

Install Server(s) as a service(s). Mo Desktop
shortouts are created. Use the Windows
Service Contral Manager to start/stop
SErVICES.

() Mone.

Start Server(s) manually.

Hote: Add to startup option requires the user
to disable User Access Control

< Back

The options in this dialog box are described in the following table:

Option Function

Add to If this option is selected, the server computers are part of the Windows Startup
Startup Programs and run automatically on Windows start up. The normal User Interface
Programs (UI) is provided, with the appropriate desktop icons.

(Typical)

Run as If this option is selected, the server computers run as a Windows service. There are
Service no desktop icons, and no UIL. The server computers starts automatically with

Windows.

To stop a server computer, use the Windows Service Control Manager (select
the My Computer icon, select Manage, and then Services from the context
menu). From there, you can disable or enable the server (IxServerService.)

For IxServer configuration, the service must be stopped and the UI opened through
the Ixia folder in the Start Menu. The server computer cannot be configured while
running as a service.

IxServer can be monitored using it's log file, which is located at C:\Program
Files\Ixia.
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Option

Function

None

If this option is selected, the server computers are not automatically started with
Windows, and must be manually started by using the appropriate icon.

Hardware Manager Options

If install options for both Tcl Server and IxServer/Demo Server are not selected, you will have an
option for installing off-chassis hardware manager, as shown in the following figure.

NOTE

Hardware Manager is an IxOS component that manages the resources on an Ixia
chassis. Applications such as IxNetwork communicate with a chassis through

Hardware Manager. For further information, refer to the Aptixia IxNetwork User
Guide, page 2-60, topic Off-Chassis Hardware Manager.

Off-Chassis Hardware Manager Installation:

This version of Ix05 supparts installing the Hardware Manager
on the dient machine (off-chassis). This is desirable when
using Ix05 dependent applications in tests invalving multiple
Ixia chassis in a chain. An off-chassis Hardware Manager
installation prevents overloading available resources on the
master chassis,

Please indicate whether to install Hardware Manager.

() Install Hardware Manager

(®) Do not install Hardware Manager

As described in the dialog box, it is advisable to install the Hardware Manager off-chassis for
applications that run tests over chassis chains.

Use the option to select whether or not to install the Hardware Manager off-chassis.
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Installing a Demonstration IxServer

A demonstration IxServer can be installed along with the IxExplorer. This is an optional choice. Once
installed, you can connect to the server computer using the locally installed IxExplorer client
computer. The demonstration version of IxServer only allows you to examine the components (that
is, a wide variety of chassis, load modules, and ports) of an artificially generated chassis chain. No
real testing can be performed.

Avoid installing both a demo mode and a real version of IxOS onto the same system.

« If a demo mode version of IXOS is installed onto a chassis, and a real version of IxOS is installed
onto the same chassis, and then the real version is uninstalled, the Ixia drivers is not removed
(because of the presence of another version of IXOS on the system) in this case. When starting
the demo version of IXOS on that chassis, the demo mode tries to start the services, but fails
because demo mode would not have installed any services.

e Similarly, when both a demo mode and a real version of IXOS are installed on a computer, and
then the real version gets uninstalled, the drivers are still present. The demo mode running on
the computer tries to read/write inaccessible data. In addition, the demo mode has the same
issues with services as described above with regard to the chassis.

* In both the cases, to correct this problem, it is necessary to uninstall both servers from the
system, and then install the Demo Server onto the remote client computer workstation, and
install the real IxServer onto the chassis.

After obtaining the IXExplorer software, follow the IxExplorer installation instructions provided in
Software Installation Procedure During the installation process, the following dialog box appears.

Ix05 8.50.0.341 EB Setup
Select the features you want installed.

Click on an icon in the list below to change how a feature is installed.

- Feature Description
- = = | Client

E p———— Configures IxServer in demo
= mode. On a chassis, IxServer

Td Server ignores installed load modules.
Deselect to restore normal
IxServer operation.

This feature requires 0KB an
your hard drive.

Installshield
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For the demonstration server, select the option Demo Server. A menu appears, as shown below.

Ix0S B8.50.0.341 EB Setup
Select the features you want installed.

Click on an icon in the list below to change how a feature is installed.

- Feature Description
Client

l_ Configures IxServer in demo
ELLZENE mnde On s rhaseiz TvSearvsr

=1 This feature will be installed on local hard drive,

= : This feature, and all subfeatures, will be installed on local hard drive.

¥ This feature will not be available.

InstallShield

Help

Select either the first or second option. The demonstration version of IxServer is installed on the local
computer (typically a workstation).

Shell Wrapper Installation

You must install the shell wrappers in /opt/ixia/ixos-api/<version>/bin folder to execute the ixTcl and
ixwish tests.

¢ ixnettcl : Sets TCLLIBPATH and calls the ixiatcl8.5.17 link in /usr/bin. To execute Tcl script,
execute ixnettcl <lowLevelScriptName>

¢ ixnetperl : Sets PERL5LIB and calls the ixiaperl5.18 link in /usr/bin. To execute Perl script,
execute ixnetperl < lowLevelScriptName >

¢ ixnetpython : Sets PYTHONPATH and calls the ixiapython2.7.6 link in /usr/bin. To execute
Python script, execute ixnetpython < lowLevelScriptName >

¢ ixnetwish : Sets TCLLIBPATH and calls the ixiawish8.5.17 link in /usr/bin. To execute Wish
script, execute ixnetwish < lowLevelScriptName >

NOTE For more information on the Tcl, Perl, and Python settings scripts, see the IxOS
Tcl Development Guide.
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Unix/Linux Operation

IXExplorer is a Windows-only application. You can access the IxOS Tcl APIs from a Unix or Linux
environment using IxTclServer and a Tcl client computer. For specific information on how to use
IXTclServer and the Tcl client computer, see the IxOS Tcl Development Guide.

PIT Notes:

The Platform Independent tgz packages do not contain Perl, Python or TCL
interpreters. The Ixia dependencies (mpexpr and snit) are also not included.
Download the all-in-one language packages and dependencies installer for Linux
x86 and x64 to use with any app Platform Independent TCL installer from the
Ixia website.

Automatic Update Feature

Preparing to Install

Follow the steps to prepare to use the Automatic Update functionality:

1. Locate the install package named Ixos<version.version>.exe (for example, Ix0S5.10SP1exe).
Extract this to the network location. This install package can be downloaded from the Ixia
Website and it is included on the product CD.

2. Extract the installer files from the install package by using the following command:

Ixos<version.version>.exe -s -e -f <extraction path>

3. Install the chassis from the same network path. Use the setup.exe in the same folder to install

the chassis.

Using Automatic Update

The versions of IxExplorer client computer and IxServer must be synchronized, otherwise they
cannot operate together. It is possible to automatically update the version of the client computer to
the server computer using the Automatic Update feature.

The chassis Icon in IxExplorer is a purple color when its IxServer is using a
different version of the software than the IxExplorer client computer.

When trying to connect to a server computer with a different version than IxExplorer, a warning
message appears.
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| IxExplorer @ 1

The software version of chassis phx-2 is 05 6.90.1100.7 E4A and the
i I % wversion of this kExplorer is 105 6.90.1151 12 E4,
Please upgrade the chassis phx-2 to version 05690115112 EA,

o]

Select OK (the warning message closes). From the Tools menu, select the IxOS Upgrade option, as
shown in the following figure.

__,..-,Ellz Edit Veew Trsnsmit Cppture Cpllsions Letency Statistics Muliyser | Tooks bfetwork-FT  Windew Help
(= = S — I Y s s T Ii'm | [ Tl Console_.
Rur Tel Sergt.. ¥
R Dptians,.
& | lelSUpgruﬂe...I
[ Chassis Chainlll
@ Chassisil ]

The dialog box that appears is shown in the following figure.

OS5 Client Software Upgrade Lﬁ

Your current [x05 Clent version: [#05 B.70.1050.16 G
Y'ou are about to install 1505 version:  [x05 6.90.1151.12 EB

The following [405 verzion(z] are in uze on vour chassis
Statu

Chassiz | Inztalled Version

1 ) | Chassis : xO5 6.90.1151.12 |

|E wplorer will be shut dovwn befare the upgrade starts, Pleaze
cloze any other [#05 applications before preszing Continue.

[ Continue ] [ Cancel

The IxOS Client Software Upgrade dialog box displays the current version of the client computer

software and the server computer software. Select Continue to begin upgrading the client computer
software.

_55_



Chapter 2 Installation

This feature works only if the following criteria are observed:

» The initial installation of the server software must be done from a network
folder using the setup.exe (provided with Ixia installer package).
The network folder cannot be a mapped drive; it must be a UNC path.

* The IxOSUpdateTemplate.bat file must also be in the network folder.

* The server installation folder must be accessible to both the workstation
that the IxExplorer client computer is installed on, and the chassis that
IxServer is installed on.

* The path to the network folder must be the same folder path for both
computers.

* In some instances, the anti-virus software prevents proper updating of the
IxOS software. Disable anti-virus software before using the Auto-Update
feature.

IxOS Silent Install

IXOS Silent Install is a feature which enables you to install IxOS software unattended. A silent
installation of IXOS is ideal for test scenarios or as part of a large-scale enterprise deployment.

You may use the IXAdmin package to perform remote silent installations on multiple computers at the
same time.

If you want to use Silent Installation to install IXOS software on an Ixia chassis, you must change the
policy that controls Silent Installation. See Preparing an Ixia Chassis for Silent Installation.

IxOS product silent install setup is discussed inIxOS Silent Install by .exe Package.

IXOS silent install setup for LINUX is discussed in IxOS Silent Install on LINUX.

Preparing an Ixia Chassis for Silent Installation

If you try to run a Silent Install on an Ixia Chassis with Windows installed, Windows displays the
following warning message for the Ixia kernel driver:

Signature Not Found

To prevent this warning, you must change the Windows policy that governs the installation of
unsigned drivers. Follow the steps below. You only need to use this procedure once.

1. On the Ixia chassis, select Start, select Run, and then type MMC, and select OK.
Select Add/Remove Snap-in, on the Console menu.

Select Add and select Group Policy and select Add.

Select Finish/Close/OK.

Navigate down the following tree:

i A W N

Console Root

Local Computer Policy
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Computer Configuration
Windows Settings
Security Settings
Local Policies

Security Options

6. Select unsigned driver installation behavior and select Security from the context menu.
7. Change the Local policy setting to Silently succeed.
8. Select OK.

It is necessary to restart the chassis after this operation.

IxOS Silent Install by .exe Package

Setting up the silent install for IxOS for a chassis involves activating specific features included in the
product package, and specifying the server operation mode through a command prompt.

The available features and properties (operation modes) are delivered as part of the installer.

To run the IxOS installer silently, use the IxXOS<version>.X.X.exe package, where <version> is the
version of the software, and X.X is the build number for the particular package. The command line to
extract the setup is like "IxOS_X.XX_EA.exe /s /extract-only". It caches to location \Program
Files\IxialnstallerCache\IxXOS\X.X.X.X where X.X.X.X is the build number. The setup.exe file is
located in this folder.

The following steps demonstrate how to set up silent installation through the .exe package.

1. Open a command prompt.
2. Enter the following command argument, in one line:

setup.exe [-s|-q] [-n] [i|x|r] [F.Featurel=Yes|No [F.Feature2=Yes|No]] [P.Propl=Vall
[P.Prop2=Val2]]

See IxOS setup.exe Package Example below for examples of using the command prompt to set up
silent installation.

Switch Definition

-S silent (progress bar only)

-q quiet (no GUI at all)

-n external controlled (by IXAdmin)
no switch GUI installation

(default)
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Switch Definition
i install
X uninstall
r repair
no action install
(default)

Features

F.Featurel=Yes—install the named feature.

These features represent installer components and are detailed in config.xml file, in the
ConfigOptions/CannedConfig section. If no features are provided, a default configuration is used.

Features represent the installer components that can be selected from the GUI in standalone mode.
The command prompt allows the combinations of these features.

Feature Definition

F.Client install Client

F.Server install Server

F.TclServer install Tcl Server

F.DemoServer install Demo Server

F.HWManager install Hardware Manager
Properties

P.Propl =Vall—pass to the installer a certain property.
If no properties provided, default properties is used.

Properties correspond with settings from the installation GUI, but do not represent the standard
features from the feature selection dialog box. Rather the options are presented as option buttons,
check boxes, or edit fields (like the choice of TCL version in IxOS). A special property is InstallDir
which (if accepted by the application installer) sets the installation folder.

Property Definition

P.RUNMODE =1 Server is running like Service
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P.RUNMODE = 2 Server is running like Add to Startup
P.RUNMODE = 3 None - manual mode
P.TCLVERSION=8.5 to install TCL 8.5

P.InstallDir sets the installation folder

IxOS setup.exe Package Examples

The following examples demonstrate various options when setting up silent installation using the
setup.exe package:

» Silent Install, IXOS Server::

Setup.exe -s F.Server=Yes
e Quiet Install, IXOS Server:

Setup.exe -q F.Server=Yes
* Quiet Install, IxOS Client with Tcl 8.5

Setup.exe -q i F.Client=Yes P.TCLVERSION=8.5
« Silent Uninstall (any config)

Setup.exe -s x

The table below represents the detailed list of the configuration and corresponding commands for
IxOS.

IxOS configuration to
install Command line

Client with TclServer (add to Silent : setup.exe —s F.Client=Yes P.TCLVERSION="8.5"
startup) F.TclServer=Yes P.RUNMODE=2

Quiet : setup.exe —q F.Client=Yes P.TCLVERSION="8.5"
F.TclServer=Yes P.RUNMODE=2

Controlled by IXAdmin: setup.exe -s —n F.Client=Yes
P.TCLVERSION="8.5" F.TclServer=Yes P.RUNMODE=2

Client setup.exe -s F.Client=Yes P.TCLVERSION="8.5"

Client with HWManager setup.exe -s F.Client=Yes F.HWManager=Yes
P.TCLVERSION="8.5"

TclServer (add to startup) setup.exe —-s F.TclServer=Yes P.TCLVERSION="8.5"
P.RUNMODE=2

Server (add to startup) setup.exe -s F.Server=Yes P.RUNMODE="2"

Server (run as service) setup.exe -s F.Server=Yes P.TCLVERSION="8.5"
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IxOS configuration to
install Command line

P.RUNMODE="1"

Server (start manually) setup.exe -s F.Server=Yes P.TCLVERSION="8.5"
P.RUNMODE="3"

Client, TclServer and Server setup.exe -s F.Client=Yes F.Server=Yes F.TclServer=Yes
(add all to startup) P.TCLVERSION="8.5" P.RUNMODE="2"

Client, TclServer and Server setup.exe -s F.Client=Yes F.Server=Yes F.TclServer=Yes
(start all manually) P.TCLVERSION="8.5" P.RUNMODE="3"

Client, TclServer and Server setup.exe -s F.Client=Yes F.Server=Yes F.TclServer=Yes
(start all as services) P.TCLVERSION="8.5" P.RUNMODE="1"

TclServer with Server (add setup.exe -s F.Server=Yes F.TclServer=Yes P.TCLVERSION="8.5"
both to startup) P.RUNMODE="2"

TclServer with Server (start setup.exe -s F.Server=Yes F.TclServer=Yes P.TCLVERSION="8.5"
both as services) P.RUNMODE="1"

TclServer with Server (start setup.exe -s F.Server=Yes F.TclServer=Yes P.TCLVERSION="8.5"
both manually) P.RUNMODE="3"

Demo Server and TclServer setup.exe -s F.DemoServer=Yes F.TclServer=Yes
(add both to startup) P.TCLVERSION="8.5"” P.RUNMODE="2"

IxOS Silent Install on LINUX

To install IxOS on Linux in silent mode, do the following:

1. Create a response file using <installer> -r <path to silent response file> command line. The
response file will record the user inputs provided during console installation.
Example: ixosX.X.X.XLinux.bin -f /home/ixsdk/user/responsel.txt

2. Install IxOS using the response file.

Example: ixosX.X.X.XLinux.bin -f /home/ixsdk/user/responsel.txt -i silent

Uninstall/Modify a Current Installation

To remove silently the current version of IxOS, uninstall it entering the following argument at the
command prompt:

Setup.exe -s x

To modify an existing installation, first uninstall it, and then reinstall it with the desired features.
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Silent Repair/Modify

Silent repair is the same as running silent install on a current installation. Enter the following at the
command prompt:

setup.exe -s r

Multi Version Installation and Management

Beginning with IxOS 5.10 SP2, multi-version support is present in the Ixia operating system. Multiple
versions of IXOS can be present on the client computer, as well as multiple versions of applications
such as IxLoad or IxNetwork. You can select from the different versions of IxOS to maintain
compatibility with the application that you are running.

Benefits

The benefits of multi-version installation are as follows:

e You can incorporate multiple versions of IxOS on a testbed.

» If you need to downgrade, you no longer have to uninstall/reinstall; you can simply start the
other version of IxOS.

» The Licensing model still remains the same.

» This new model also extends into applications. So multiple application versions can co-exist in
the future.

Caveats

* Only a single version of IxServer can be running at any one time.

» IxOS 8.00 does not co-exist with older versions of IxOS. The older versions need to be
uninstalled before upgrading.

» Client computer/chassis version matching does not change. So a Client computer with IxOS
5.10 SP3 still abides by the same restrictions if attempting to connect to a chassis running IxOS
5.10 SP2.

» There are changes made to the installer. When installing this new version of IxOS, you may
choose to first uninstall the existing version of IxOS. Alternatively, if the current version of IxOS
supports multi-versions, a co-exist option is present. See Installation Changes.

e Each version of IxOS installs into its own folder on C:\Program Files\Ixia\IxOS\version xx. The
folder C:\Program Files\Ixia contains other Ixia-dependent applications; so any uninstalling and
deleting of application files must be limited to the specific version folder.

After uninstalling version X of an application, you may alternatively use Windows Explorer to delete
files from the version X folder only. Be careful not to delete any files outside the version X folder
because those files are accessed by other versions and other applications.
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+ Demo server also supports multi-version intallation. However, see note under Installing a
Demonstration IxServer for a caution regarding installing demo server computer and IxServer
onto same workstation.

» .ixs files are not migrated by the installer. So if a new IxXOS version is being installed to co-exist
with a current version, it does not migrate the existing .ixs. It installs a new .ixs in its own
folder.

* Both ActiveState Tcl 8.5 and 8.6 are now installed with IxOS. See ActiveState Tcl 8.5 for details.

ActiveState Tcl 8.5 and 8.6

Both ActiveState Tcl 8.5 and 8.6 are installed with IxOS, beginning with IxOS version 8.50 EA.
Existing scripts written with Ixia’s version of Tcl 8.4 and Tcl 8.5 is compatible with Activestate Tcl 8.5
and 8.6. Shipping with ActiveState Tcl allows Ixia to standardize the version of Tcl across all Ixia
apps. ActiveState Tcl is the predominant software that Ixia customers use when they have their own
Tcl.

Support for ActiveState Tcl

Commercial support for ActiveState Tcl is available through ActiveState at:
http://www.ActiveState.com/enterprise-edition. For peer support resources for ActiveState Tcl
issues refer: http://www.ActiveState.com/Support/.

Ix0OS and ActiveState

ActiveState Tcl 8.6 is the up-to-date, quality-assured binary distribution from ActiveState. Current
releases, and other professional tools for open source language developers are available at
http://www.ActiveState.com.

Version Management Tools

Two new tools, AppInfo and Application Selector, are both installed automatically during IxOS
installation. Application Selector can be started by selecting the icon on the desktop.

AppInfo

The Applnfo tool is for managing multi-version installations. AppInfo makes automated choices,
matching a version of an application with the appropriate version of IxOS. The AppInfo tool
automatically selects the highest compatible version of IxOS unless you override the choice.

Application Selector

The Application Selector tool is used to override the automatic selections made by AppInfo during
installation. You can choose a specific version of IxOS to run with a selected application. The
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Application Selector shows only applications that are currently loaded onto the client computer. When
a new application (or new version) is loaded, it shows up in the Application Selector next time the
Selector is opened.

Installation Changes

The folder structure of the Ixia group has been modified. Applications are no longer loaded to the Ixia
folder, but into specific folders for each application and each version. The applications can be
accessed through icons on the desktop, or during installation you can choose not to install the icons.

When installing multi-version IxOS, one of following three scenarios may occur:

Installation of a multi-version IxOS when there is an existing non-multiversion instance.
Installation of a multi-version IxOS when there is a pre-existing multi-version instance.

c. Installation of a multi-version IxOS when there are multiple pre-existing multi-version IxOS
instances.

When scenario b (above) is true, a dialog box similar to the following appears.

Existing application installation detected:

Multiple installations of this application has been detected

If wou wish ko remove an existing inskallation prior ko
installing this release, vou can cancel the installation and
remove the application(s) via the Microsoft Windows
Add/Remove Programs applet.

‘fou can proceed with installing the current release side-by-
side with the existing wersion by selecting 'Continue',

Conkinue |

During the IxOS installation process, the following new dialog box appears as AppInfo is configured.
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Installing Ixia AppInfo [ —— i
IXia e

The program features you selected are being
installed.

Please wait while the Installshield wWizard installs Ixia AppInfo. This maw
kake several minutes,

Skakus:

Skopping services

[

Installshield

= Back Mexk = | | Cancel I

After the installation completes, following installation screen appears. You must install Wireshark
separately for Capture View and Analysis.
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Setup Completed

The Setup has successfully installed Ix0S 9.27.3300.8 . Click
Finish to exit the wizard.

IxExplorer now requires a separate installation of Ixia
Wireshark for Capture View and Analysis. Ixia Wireshark
installer can be downloaded from the Ix0S Software

Download page at: https: [{support.ixiacom.com

Cancel

When Application Selector is opened, the window similar to the following figure is displayed.

File  Wiew Help

=8 nstalled applications
= IxMetwark

= 0s
- BeDS B,40,1400.5 EA,
. Ix0S 8.50.1700.3 EA
%05 £,50,1701,120 EB

‘.. tMetwork-Chassis 8.50.15(

Select an application version in the left pane, to view the dependencies in the right pane, as shown in

the following figure.
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ﬂ Lxia Application Selector
File Wiew Help

--------- IxLoad (Mo multiversion-aware version installed.)

2 Installed applications

--------- %2 Mo override: choose labest automatically

=) IeMetwark
.. IxMetwork-Chassis 8.50.150 | IxLoadLabstw (Mo mulkiversion-aware version installed,)
=R - Tletwork

8.40.1400.5 EA

--------- "3 Use TxMetwork-Chassis §.50,1501.4 EA

. Ix0S 8.50.1700.3 EA
LOOS 8501701 130 EB gk akengine-multiversion
......... (% Mo override: choose |abest automatically
......... O Use 5.17.0.18
Tl
......... () Mo override: choose lakest autamatically
......... O Use 3,5.17.0

For example, Application Selector indicates that, for IxOS version 8.40.1400.5, the compatible
version IxNetwork 8.50.1501.4, is installed. It also indicates the default No override selection for the

Tcl version.
Select the Tcl version, and the dependencies are displayed as shown in the following figure.

_66_



Chapter 2 Installation

Wlxia Spplication Selectar
File  Wiew Help

= Installed applications |
|_—__| Cloudigent ePackage has no dependencies

= IeMetwrark

... IxNetwork-Chassis 8.50.15(
- EMProtocols

. Iebetwark-Protocals 5.50,180
ER

03 8.40.1400.5 &,

.. 1x0S 8.50.1700.3 EA

L. Ie0S 8.50.1701,120 EB

El- statengine

L. 4.15.66.7

El- statengine-rmultiversion
- 5.17.0.18

Application Selector indicates that Tcl version 8.5.17.0 has no dependencies.
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-

File

View Help

Installed applications

H

§
H
&
%

hehetwork

- kdNProtocols

105
statengine
statengine-multrversion
Tel

L.85.170

- B.6.6.8607

= UpdateManager

6.40.0.74
Wireshark

e 11362)
Wireshark 1.8.3.643
Wireshark 1.6.3.644
Wireshark 1.8,3.646
L. Wireshark 1.6.3.648
| Wireshark 1.8.3.651
i+ Wireshark 1.8.3.652
i~ Wireshark 1.8.3.655
- Wireshark 1.8,3.656
. Wireshark 1.8.3.657
Wireshark 1.8.3.661
Wireshark 1.8,3.662
Wireshark 1.6.3.663

Ixia Application Selector

Repair, Modify, Uninstall using Windows Control Panel

In addition to the Silent Repair/Modify procedure, you can use the Windows Control Panel to
uninstall, modify, or repair the IxOS software. The following circumstances may indicate using this
approach:

a.

Uninstall the IxOS software: Use the Remove dialog box.

b. Modify: This allows to add or remove specific components involved in the IxOS installation. For
example, if only the Tcl client was installed, and the Tcl Server was not installed, you can use
the Modify dialog box to install the Tcl Server. Or, if you have installed the Demo Server and
want to remove it, you can use this dialog box.

To uninstall the IxOS software, do the following:

1.

Repair: If you notice some missing files in the installation that may have been deleted or
modified, you can use the Repair dialog box.

From the Windows Start menu, select Settings->Control Panel.

2. From the Control Panel, double-click the Add or Remove Programs option.

3. Highlight IxOS. Select Change.

When you select Change, the Program Maintenance dialog box appears. The dialog box is

shown in the following figure.
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&

Program Maintenance

KEYSIGHT
Modify, repair, or remove the program. TECHNOLOGIES
() Modify
| Change which program features are installed. This option displays the .
@ Custom Selection dialog in which you can change the way features are
| installed. !
|
() Repair
Repair installation errors in the program. This option fixes missing or
@ corrupt files, shortcuts, and registry entries. |
(®) Remove

Remove Ix0S 9.30.0.314 EB from your computer. This may take about 8

!&dl minutes.

InstallShield

4. Select Remove, and then select Next.

Windows Installer opens the Remove the Program dialog box. The dialog box is shown in the
following figure.
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5 1xOS 9.30.0.314 EB X
Remove the Program

You have chosen to remove Ix0S 9.30.0.314 KEYSIGHT

EB. This may take about 8 minutes. TECHNOLOGIES

Click Remove to remove Ix0S 9.30.0.314 EB from your computer. This may take about 8
minutes.

If you want to review or change any settings, click Back.

InstallShield

< Back Remove Cancel

5. Select Remove.

Windows Installer displays a dialog box as it removes IxOS from your computer. The dialog box
is shown in the following figure.
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5 IxOS 9.30.0.314 EB — X

Uninstalling Ix0S 9.30.0.314 EB.
KEYSIGHT

TECHNOLOGIES
The selected features are being uninstalled.

5] Please wait while the Setup uninstalls Ix0S 9.30.0.314 EB. This may take about
. 8 minutes.

Status:
Validating install

InstallShield

After the uninstall operation is complete, Windows Installer displays the Setup Complete
dialog box as shown in the following figure.
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15 1xOS 9.30.0.314 EB

Setup Completed

The Setup has successfully uninstalled IxOS 9.30.0.314 EB. Click
Finish to exit the wizard.

|||‘|‘J|‘ **********************************************]X

Explorer now requires a separate installation of Ixia
Wireshark for Capture View and Analysis. Ixia Wireshark
installer can be downloaded from the Ix0S Software

Download page at: https://support.ixiacom.com
HHERFER R R R R R R R R R R R R R R R R R R R

KEYSIGHT

TECHNOLOGIES

< Back Finish Cancel

6. Select Finish.

7. Close the Add or Remove Programs window.
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CHAPTER 3
Using IXExplorer

This chapter describes the requirements for and provides detailed instructions for using IxExplorer,
the IxOS graphical use interface (GUI). It contains the following topics:

e Introducing IxExplorer

* Packet Streams (Transmit Generation) describes the process of defining and configuring data
flows to be transmitted from a port.

* Using Capture on page 77 describes how data is captured on a port and then displayed in
useful ways.

e Tutorial # 1: Transmitting Your First Data

e Tutorial # 2: Capturing Your First Transmitted Data

» Filters and Triggers describes comprehensive filters and triggers that enable you to capture
and count received packets based on configurable matching conditions.

» Statistics describes how to view all or a subset of the statistics available for chassis ports.
* Multiple Statistics View

e Port Properties

» Using IxExplorer with Wine

e Useful Tricks

Introducing IXExplorer

The IxExplorer software provided with this product follows the Microsoft Windows Explorer paradigm
for a standard, easy-to-use interface. It is assumed that the person using this product is familiar
with the Windows user interface and terminology such as ‘double mouse click’ or selecting from
context menu to either invoke an action or provide more information.

The IxExplorer software provides complete configuration, control, and monitoring of Ixia resources
in the test network.

To establish communication between IxExplorer and each chassis, the Host ID or IP address of each
chassis must be known. If you did not collect the Host ID during initial configuration (steps 12-14 in
the Initial Configuration section) or the actual IP address assigned to the chassis (step 10 in the
Initial Configuration section), the chassis ID information for the chassis can be accessed by selecting
the Network Neighborhood icon on the Windows desktop, and selecting Properties from the
context menu. In the Network dialog box, select the Identification tab. The chassis ID is located
in the Computer Name box.

Once this ID is known, go to the IXExplorer pane in Explore Network Resources window,selct
the chassis option in the pane, and select Properties from the context menu. The Host ID or IP
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address can be entered in the IP Address box. The chassis ID should be set to a unique number with
respect to other chassis that you might connect together at your facility.

Once the contact between IxExplorer and the chassis is established, the indicator next to the chassis
in the pane goes from red to yellow to green. IxExplorer uses the Microsoft Windows Explorer
paradigm for a standard, easy-to-use interface. Users who are familiar with Windows are likely to be
able to configure and run a basic transmit-and-capture Ethernet packet stream test within two or
three minutes of first power up. IXExplorer configures and controls traffic generation, monitors
statistics, views, and decodes captured packets. The scalable interface can be used across multiple
chassis concurrently for seamless operation of large configurations.

) IxExplorer - 8.50.1701.43 EB - Untitled.cfg - [Explore Network Resources]

[T Eile Edit View Transmit Capture Collisions Latency Statistics Multiuser Tools Window Help

= H t. BEMMAE M@ ® & .|
7 | w @ b b oE oW o |E
= W Resources Name Type Hardware Version
=+ Chassis Chain0' BB Card 03 10/100/1000 XMSP12 1
R E9Card 04  10/100/1000 LSM XMVR16 1
&-& Global Views E¥Card 08 10710071000 LSM XMV16 1
o S 'L”;';;Str:p'ates E¥Card 13 10/100/1000 LSM XMVDC16 1
E9Card 14 10/100/1000 LSM XMVDC12 1
E9Card 15 10/100/1000 LSM XMVDC8 1
E9Card 16  10/100/1000 LSM XMVDCA 1

) IxExplorer - 8.50.1701.43 EB - Untitled.cfg - [Explore Network Resources]
[+ File Edit View Transmit Capture Collisions Latency Statistics Multiuser Tools Window Help
= | EODEE ? -

=& ~ | Name

=I-(3 Chassis Chain01
EO Chassis 01
=8 Card 003 - 10/100/1000 XMSP12

Eij....l_ Port 01 - 10/100/1000 Base T
Packet Streams
- &) Statistic View
BCI Management Interface
B MIl Internal
w-W@ Port02 - 10/100/1000 Base T
-l Port 03 - 10/100/1000 Base T
- W Port04 - 10/100/1000 Base T
-l Port 05 - 10/100/1000 Base T
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Packet Streams (Transmit Generation)

Packet Streams are user-defined configurations that allow to define and configure data flows to be
transmitted from a port. A Packet Stream configuration contains parameters that control the format
of generated frames, such as preamble size, destination and source addresses, packet type
identifiers, data payload, packet size, inter-frame gap, forced errors, CRC values, and other frame
contents. Stream Control parameters allow to define the relationship of streams to other streams,
whether continuous, sequential, interrupt, or end stream, with looping to the beginning of a list of
streams. In this way, you can create complex and continuous data flows.

The first time a chassis is powered up after shipment from the factory, each port has default settings
for Packet Streams and Capture Filters. The Packet Stream default configuration is to send a
continuous stream of valid 64-byte packets with minimum interframe gap, with all zeroes in the
destination and source addresses, plus incrementing bytes in the data field. The Capture Filter
default configuration allows all packets to be captured. The following tutorials assume that you are
using the default configurations. After they are changed, the changes are retained so the tutorials
may no longer run as specified.

Tutorial # 1: Transmitting Your First Data

In this example, we transmit a continuous 64-byte packet stream, with a destination address of 00
00 00 00 00 00, a source address of 00 00 00 00 00 00, incrementing data bytes, and good CRC
values.

The Resources pane appears on the left side of the IXExplorer window. Under Resources on the
pane, there is Chassis Chain01, and under this there is Chassis 1. The round indicator on the left
side of Chassis 1 should be green, indicating that the IxExplorer software has established
communications with the server agent running on the chassis.

To transmit data, do the following:

1. Double-click Chassis 1, and you see all Cards that are installed in the chassis, labeled by the
number of the slot that they occupy.

Select one of the cards to send and receive the packet stream.

Install a jumper cable from port 1 of that card to port 2 of that card. If the card isa 10/100 Mbps
Load Module, use an Ethernet crossover jumper cable. If the card is a Gigabit Load Module, use
a duplex fiber jumper cable.

4. Double-click the card in the IxExplorer pane to display the ports for that card.
Select port 1, and select Start Transmit from the context menu.

6. You are now transmitting your first packet stream from port 1 on the card to port 2 on the card.
The indicators on the front of the card reflects this, with the Tx/Coll LED on port 1 lit, and the
Rx/Err LED on port 2 lit. Both LEDs should be green, indicating good data. You can stop the
packet stream by selecting the card, and selecting Stop Transmit from the context menu.

To look at the packet stream configuration for the stream of packets that you just sent, you can select
Packet Streams under the port in the pane, and then double-click packet stream 1 that appears in
the window to the right of the pane. This corresponds to the first of the streams of data to be

_75_



Chapter 3 Using IxExplorer

transmitted. When you double-click, a tabbed dialog box opens, which contains all of the user-
definable parameters for Packet Streams configuration.

Parameters

Preamble Size

Data Pattern

Frame Size

DA/SA

Protocol

UDF1,2,3,4

Insert Time Stamp and Port ID

Force Errors

Parameter Usage

Usage

Variable from 2-255 bytes

Wide range of user-definable patterns

Variable from 12-65535 bytes

Definable, with many increment and decrement options

802.3 or Ethernet V.2 formats, IP type (more types in the future)
User-defined fields with many pattern and size options

For packet tracking purposes and other data analysis

Bad CRC, no CRC, alignment (10/100 only), dribble (10/100 only)

Enabled Continuous packet, continuous burst, stop after this stream, advance to next
Features stream, go to any stream with or without a count

Inter-Packet From below minimum to many seconds

Gap

Inter-Burst From below minimum to many seconds

Gap

Inter-Stream | From below minimum to many seconds

Gap

It is very informative for a new user to experiment with these packet stream parameters and view the

capture view results.
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Stream Properties for Galaxy:01.01 ID 1 ﬂ
Frame Data |Stleam Control | Packet iew | warnings |
Freamble Size [ata Pattern - [Starting at offset 34— Frame Size [Includes CRC ]
Tpe [incBye x| &I ' Fixed Sizs |54
IB : " Fandom : I
Lot IDD i} 02T j M  Increment Gy
[Bytes 2-255) Sl Max [1918
— Insert
DA /54 Protocols | UDF1 | UDF2 | UDF3 | UDF4 | T
ime Stamp
— Data Link Layer — Protocols I” Packet Group Signature
[ CiscolsL EditiEL | " Mone fall[="] Edit | I Sequence Signature
S = |Pyd ~ ARP
it s
I VLaN 4| = IPvE 7 Pause Control Edit |
I~ MPLS Edit MELS |
' Mone  UDP /IR — Force Ermars
" None Tnyapneu C TCR/IP " RIF/LUDF /P ‘0 (i Eiiian
& Ethemet| (" IEMP/IP (" DHCP/UDP/IP R enent
" Ethemet Shap  IGMP /P £ Diibhle Bit
" 8023 Raw " OSPF/IP " Bad CRC
8022 (IPK) € Mo CRC
Frey st Part Properties 0k I Cancel Help
Frame Data  Stream Control | Packet \-"iewl Warnings I
v Enabled — Inter-Packet Gap
S— Unitz Time Packets/Sec % Max Rate
MName Ilnltlallzeﬂt
INanoseconds <] value ISBD |148809.52 |1uu
" Conti Packet
PHIBLE AR Min Gap |75 [feea0a52 [fo0
" Continuous Burst % Fived
" Stop after this Stream ¢ Random Max Gap |12SD |142045.45 |95.45
% Advance to Newt Steam
" Retum toID — ¥ Inter-Burst Gap
" Return to |0 for Count Units Time
Retum Ta D |1 INanoseconds j Walue |360
Loop Count I1
" g
Packets Per Burst 100 i ISz e
Units Time
Bursts Per Stream I‘I INanoseconds vl “alue 960

Frew =5

Port Properties

Cancel |

Help

Using Capture
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The Capture View shows the data captured on a port. The settings of the capture filter for that port
determine which packets are shown in the capture view (more on this later). The capture view
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window is split into three panes, top downwards. The top pane is a list that contains columns for a
frame index number, a time stamp, the destination address, the source address, the packet data, the
frame length, and the error status of the frame. The middle pane contains a text decode of the
contents of the packet selected in the top window. The bottom pane contains the hexadecimal byte
display of the contents of the selected packet.

BFCapture Yiew - Galany:01.01 =18 x|
MW Cr W% %6 & ﬁ|++|
; Frame | Time Skam) Dé S5h TypefLengkh | Data Frame Length | Skatus -
! il 0 0000 000000000100 2000000000000 0001 0 0 Good et
| 2 00:00:00, 7200 000000000100 000000000000 0001 0z 4 0! o B4 Good Packet
| 3 00:00:00,000134400 000000000100 000000000000 0001 0z03040506.. 64 Good Packet
| 4 00:00:00,000201600 000000000100 000000000000 0001 0z03040506.. 64 Good Packet
| 5 00:00:00,000265500 000000000100 000000000000 0001 0z03040506.. 64 Good Packet
] & 00:00:00,000336000 000000000100 000000000000 0001 0z03040506.. 64 Good Packet
7 00:00:00,000403200 000000000100 000000000000 0001 0203040506, 64 Good Packet
g 00:00:00,000470400 000000000100 000000000000 0001 0203040506, 64 Good Packet
9 00:00:00,000537600 000000000100 000000000000 0001 0203040506, 64 Good Packet
10 00:00:00.000604500 000000000100 000000000000 0001 0203040506, 64 Good Packet |
11 00:00:00.000672000 000000000100 000000000000 0001 0203040506, 64 Good Packet
. I 12 00;00;00,00073%200 000000000100 Q00000000000 0001 0203040506, 64 Good PIaCkEt_Pl;I
E=MAC: n===2=s MAC Header -—---—-
- MAC
AC; Destination Address : 00 00 OO0 0O 01 0O

HAC: Source Address : 00 0O OO0 o0 00 0o
: Undecoded packet [(DatalLinkLayer)

il 00 00-00 00 00 00 00 01 02 03 AAAAN. . .. ... ..
04 0E-0C 0D OE OF 10 11 12 13
14 1B-1C 1D 1E 1F 20 21 22 23 ............ L
24 2B-2C 2D ZE 2F 3B 08 2F EE $%& ()%+, —./: .~

Frames 1 to 12 of 18650 A

Tutorial # 2: Capturing Your First Transmitted Data

In this example, we take a look at the actual packets that are transmitted when we run the packet
stream in tutorial #1. We will be referring to the same card and ports as used in that tutorial.

Select port 2, and select Start Capture from the context menu.
Select port 1, and select Start Transmit from the context menu.
Select port 1 again, and select Stop Transmit from the context menu.
Select port 2, to highlight it.

To the right of the pane, you see four items: Capture view, Filters, Packet Streams, and
Statistics. Double-click Capture View.

A S

6. A window opens that displays the packets captured on port 2 when port 1 transmitted its packet
stream. You have just captured your first packet stream.
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Comprehensive filters and triggers allow to capture and count received packets based on
configurable matching conditions such as destination address, source address, data payload pattern
matches, and packet error types. There is a trigger to start capture, and filter to define what is
allowed into the capture buffer once the trigger occurs. There are also four user-definable statistics
counters that may be configured using the same matching conditions as the trigger and filter
definitions. Double-click the Filter, Statistics, Receive Mode option in the right pane. The dialog
box as shown in the following figure appears.

cnasrsorcara pores x
Filter Properties | Statisticsl Receive Mode I
Enable Filter DA and 5S4 and  Patten  and Errors and  Size »= Size <=
[~ User Defined Statistic 1 IAny j IAny j IAn_',' j I-"—'\n.'r' ﬂ I
[T User Defined Statistic 2 IAny j IAn_l,l j IAny j IAn.'r' j r
¥ Capture Trigger (UDS 3 I.t’-‘my ﬂ IAny j IAn_l,l ﬂ I-"-'m.'r' ﬂ I
V¥ Capture Filter [UDS 4] IAny j IAn_l,l j IAny j IAn.'r' ﬂ r
[ User Defined Statistic 5 IAny j IAny j IAny j I-"-\n}' j I
I~ User Defined Statistic & IAn_n,l j IAn_l,l j IAn_l,l j I-"-‘m}' j r
Edit &1 Filters |
DA /2 Sa  Patten | Pattern 2|
Offset [iE | Custam [
Pattern IDD
Maszk IDD
Bithlask 00000000
Result IDD
0K I Cancel Apply Help
- -
Statistics

The Statistics feature of IxExplorer allows to view all or a subset of the statistics available for chassis
ports. Statistics for multiple ports can be displayed side-by-side for greater insight into overall traffic
patterns. To view the statistics for a single port, double-click Statistics under the port on the pane as
shown in the following figure.
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Bl Packet Streams

Statistics

02 - 1000 B ase 5% Multitode
GigaBit

GigaBit

GigaBit

GigaBit

GigaBit

Gigabit

Gigabit

104100 Reduced Ml
104100 Ml

-10/100

104100

104100

104100

104100

104100

M=
Stats For 127.0.0.1:01.01 Count Rate
Link, State Down
Line Speed 1000
Duplex Mode Full
Frames Sent 1] 1]
alid Frames Received 0 1]
Bytes Sent 1] 1]
Bytes Received 1] 1]
Fragments 1] 1]
Undersize 1] 1]
Oversize 1] 1]
FCS Errars 1] 1]
Wlan Tagged Frames 1] 1]
Line Errars 1] 1]
Flows Control Frames 10288320 0
Oversize and CRC Errors 0 1]
Line Error Frames a a
Bute Alignment Ermror i} 0
Uszer Defined Stat 1 a a
Uszer Defined Stat 2 a a
Capture Trigger (D5 3] 0 0
Capture Filter (UDS 4] 0 0
Uszer Defined Stat & M/A M4
Uszer Defined Stat B MAA M4
Quality OF Service 0 MN2A4 M4
Quality Of Service 1 MN2A4 M4
Quality OF Service 2 MN2A4 M4
Quality OF Service 3 MAa MAA
Quality OF Service 4 MAa MAA
Quality OF Service 5 MAa MAA
Quality OF Service B MAa MAd
Quality OF Service 7 MAd MAd
PratocolServer Receive 0
PratocolServer Transmit 0
Arp Request 0
Arp Reply 0
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?__i' Explore Hetwork Rezources [ _[O] %]
EF Resources Stats For 127.0.0.1:11.01 Count Rate
EI[:| Chassiz Chain01 Link, State Do
E-@ Chassis 01 Line Speed 100
B8 Card 01 - GigaBit Duplex Mode Full
B8 Card 02 - GigaBit Frames Sent 1] i}
B8 Card 03 - GigaBit Walid Frames Received 1] i}
(- B8 Card 04 - GigaBit Bytes Sent 0 0
- B8 Card 05 - GigaBit Bytes Received 1] i}
- B8 Card 06 - GigaBit Fragments 0 1]
(- B8 Card 07 - GigaBit Undersize 0 0
(- B8 Card 08 - GigaBit DOversize 0 0
-8 Card 09 - 104100 Reduced Ml FCS Errars 0 0
- B8 Card 10 - 10100 M1l Wlan Tagged Frames 1] i}
[—:I@ Card 11 - 104100 Line Errors 0 1]
=] Paort 01 -10/100 Base T Flaws Contral Frames 0 ]
Packet Streams Alignment Errars 1] 0
Statistics Dribble Emrars 1} ]
Part 02 -10/100 Base T Callisions 0 ]
Part 03 -10/100 Base T Late Callizions 0 ]
E Fort 04 - 101100 Base T Collision Frames a i
-E8 Card12 -104100 Excessive Collision Fra.. 0 a
-E8 Card 12104100 Uszer Defined Stat 1 0 a
-E8 Card 14 -10/100 Uszer Defined Stat 2 0 a
- E8 Card 15 - 104100 Capture Trigger (UD5 3] O a
-8 Card 16 - 104100 Capture Filter (UDS 4] 0 a
[—]D Port Groups User Defined Stat 5 M4 MiA
= - User Defined Stat B M/ M
transmit Guality OF Service 0 M4 MiA
""" [ Statistic Views Quality OF Service 1 1A M
""" (2 Mi Templates Quality OF Service 2 M4 MNA%
Quality OF Service 3 M4 MNA%
Quality OF Service 4 M4 MNA%
Quality OF Service 5 M4 MNA%
Quality OF Service & M4 MNA%
Quality OF Service 7 M4 MNA%
PratocolServer Receive 0
PratocolServer Transmit 0
Arp Request 1]
Arp Reply 1]

Statistics Counters

The counters that appear in the statistics windows for each type of Load Module are the ones that are
applicable to the Load Module type. For example, there are collision counters for 10/100 Load
Modules, but not for Gigabit Load Modules, since there is no such thing as a collision on Gigabit
Ethernet. All counters are 64-bit values. The Rate column shows the count rate values for each
counter in increments per second.

A complete listing of all items displayed in the statistics windows for different modes of operation can
be found in the Ixia Platform Reference Guide.

Multiple Statistics View

To display multiple ports statistics side-by-side, select Statistic Views in the pane and select New
from the context menu. This opens a window where you can select the ports to view statistics forin a
side-by-side display. On the left side of the window, highlight the desired ports using either the shift-
select or control-select methods, and then select Add to place them in a list on the right side of the
window. Select OK. The statistics window appears.
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The default counters in this view are only the counters that are common to both 10/100 and Gigabit
Load Modules. If you want to include counters that do not appear in this view by default (for example,
Collisions), you can add them to the view. From a statistics window that does contain the desired
counter, you can drag-and-drop the counter into the multiple ports statistics view window. Also, the
rate counters do not appear by default, and they can be added in the same way. If you want to re-
order the list of counters in the window, you can re-arrange them as desired using the same drag-
and-drop method.

Port Properties

To change or view the configuration of a port, select the port on the pane and select Properties from
the context menu. This allows to view and configure parameters such as loopback, port speed, duplex
mode, MII register settings, and other port-specific operating characteristics.

Using IxXExplorer with Wine

You can run IXExplorer on Linux chassis. To install IXOS on a Linux chassis and run IxExplorer on it,
do the following:

1. Log into chassis by using SSH and admin credentials.
2. Open the IxOS CLI, and install an active IxOS build.
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[tantines@CO2F64ZDMD6R ~ % ssh admin@baloo.buh.is.keysight.com
[admin@baloo.buh.is.keysight.com's password:

Welcome to Ixia CLI Launcher!
Last login: Wed May 11 08:15:23 +0800 2022 from 10.22.228.75

| Management IP : 10.38.179.71 |
| Management IPvé : not configured |
| web Platform Version : 9.20.2.11 |

Access application CLIs with these commands:
enter bps

enter chassis

You may also use ssh -t admin@<this-host> <app-name> [<command> [<args>]] for direct access
You may also access the chassis using the web interface: https://10.38.179.71:443

Use ? or help for more information.

[# enter chassis
Welcome to Ixia chassis.

| Management IP : 10.38.179.71 |
| Management IPvé : not configured |
| Active Ix0S Version : 9.20.2701.142 EB |
| IxNetwork Protocols Version : 9.20.2199.9 |
I |
I |

LicenseServerPlus Version : 5.40.08.26
Chassis status ¢ READY

Welcome! You are now in Ix0S CLI. Type help or ? for more commands.

@.. - navigate to parent scope
Emenu - navigates to a specific submenu

New Ix0S versions available, use "show ixos available-updates" to list them.
# install ixos 9.20.2781.142

3. Install IxOS client, that is, IxExplorer of the installed active IxOS buid.

Welcome! You are now in Ix0S CLI. Type help or ? for more commands.

©.. - navigate to parent scope
@menu - navigates to a specific submenu

New Ix0S versions available, use "show ixos available-updates" to list them.
# install ixos-client

4. Connect by using a VNC Viewer to the chassis IP or hostname on port 5901, such as
baloo.buh.is.keysight.com:5901. Use admin/admin as credential for connection.
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Change VNC
You can change this password by using the Change VNC password B

utility in the viewer.

5. Launch IXExplorer from desktop icon BEERESIEEE

6. Use SFTP to connect to the chassis by using the admin credentials and transfer files in and out
of the IxExplorer container. Use /ixia/ixexplorer/<IxQOS build> folder for file transfer.

[ixiafixexplorer/9.24.2701.144/

,E;: ixosperf-1657008805.log
perf_1657008888_Star_400G_PAM4_9.24.2701.144.csv

* In the VNC Viewer, you can find the file_transfers folder on desktop.

¢ To uninstall IxExplorer from the container, use the uninstall ixos-client
[<version>] command in the IxOS CLI.

Useful Tricks

To copy a port’s properties from one port to another, select a port and drag it on top of another port
on the tree.

To start packet streams on all of the ports on one card, select the card in the pane and select Start
Transmit from the context menu. Similarly, you can stop packet streams, and start and stop capture
for all ports on a card.

To start packet streams on all ports on all cards in a chassis, select the chassis in the pane and select
Start Transmit from the context. Similarly, you can stop packet streams, and start and stop capture
for all ports on all cards in a chassis.

To rearrange the statistics counters in a statistics view, select and drag the counters to the desired
location. In this way you can arrange the statistics counters into any order desired.
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CHAPTER 4
License Management
This chapter describes Ixia software license management. It contains the following topics:

* Introduction

e Types of Licenses

e Licensing Models

* Prerequisites
* Tcl Notes for use with Licensing

« Installation Scenarios

e Installing Ixia Licensing Utility

Introduction

Ixia's license management system. Ixia Licensing Utility (ILU) and License Server Plus
(LS+) replace Ixia Registration Utility (IRU) and License Server (LS). ILU enables you to do
the following:

* Centralize and monitor your software usage.
¢ Maintain an accurate license inventory.
* Smoothly transfer licenses across different hosts and teams.

Offline activation and deactivation of licenses are also available now.

The Activation Code for the purchased Ixia product(s) is sent in an e-mail message, when you
purchase an Ixia software. Enter this Activation Code in ILU to generate a license. For the licensed
software to work properly, licenses must be activated on-site. License activation for an Ixia product
can be done after the software installation but must be done before the software usage.

The licensing operation is done with a simple wizard and can be run in the following ways:

* The same computer on which the software was installed

* Some other Windows-based computer with the following minimum system requirements:
= Microsoft® Windows® XP, Microsoft® Windows® 7 and later

® 1 Ghz or higher processor
= 512 MB of RAM

_85_



Chapter 4 License Management

= 950 MB of free hard drive space (x86)
= 2.1 GB of free hard drive space (x64)

The computer used to perform the licensing process must be connected to the Ixia chassis and to
workstations in the lab environment. If at all possible, it should also be connected to the Internet. If
simultaneous connections to the lab network and Internet are not feasible, it is still possible to
complete all licensing operations. The offline activation and deactivation processes are covered in
Overview of Offline Activation/Deactivation section of the Ixia Licensing Management User Guide.

During the IxOS installation process, a dialog box appears that shows several options for licensing
information. The following figure shows the dialog box as it appears.

IxOS License E|

Thiz verzion of [«05 requirez a software license to operate.

[F pou received a regiztration e-mail fram |xia with an activation code, then zelect
"Inztall permanent licenze" below.

[ [nztall permanent license ]

[f you don't have a license, buk you would like to evaluate 1405, pleaze contact |xia
support [support(@ixiacom.com] and receive a request number, then a license will be
zent bo wou,

[ [nztall icense later

The following table explains the options in the licensing prompt.

Options Description

Install Runs the registration process. You must have purchased a license and received a
permanent licensing e-mail with a registration number and password.

license

Selecting this option starts the license installation process.

Install license | Skips the licensing process and continues with the installation. IxOS does not run
later without a valid, registered license.

If you select this option, at some point it is necessary to run the Ixia Licensing
Utility (ILU), and register the software.

For IxOS, only IxServer is licensed. The IXxExplorer client can be installed anywhere, as many times
as needed, without a license. A license is also required when using the Windows Control Panel to
modify or repair the IxOS software. In any instance where a license is not available, a temporary
license is offered. For example:
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» If the IxOS installer is started and the SERVER option is selected, the Ixia Licensing installer is
installed and the dialog box to acquire a temporary license appears.

» If MODIFY is selected in the Add/Remove programs dialog box, Licensing is not installed if
IxServer is already installed. Select Repair to acquire a temporary license in this case.

» If the IxOS installer is started and only the CLIENT option is selected, Licensing is not installed
and no licensing dialog box appears.

» If MODIFY is selected in the Add/Remove programs dialog box, and the SERVER feature is
selected for installation (where previously only the client feature was installed), licensing is
installed and the dialog box to acquire temporary licenses appears.

Types of Licenses

Ixia provides the following types of licenses for its products:

 Node-Locked Licenses

» Floating Licenses

» Evaluation Licenses

Node-Locked Licenses

Node-locked licenses are locked to a particular chassis or workstation and allow only certain product
functions to run on that chassis or workstation.

Floating Licenses

Floating licenses are stored on a license server and allow a set number of chassis or workstations to
use product software features. All chassis or workstations that use this type of license must be
connected to the license server and the server must be up and running. Once the set number of users
is reached for that particular feature, additional users for the product features are denied.

You can mix both node-locked and floating licenses to get the best solution
according to your testing environment.

Evaluation Licenses

Evaluation licenses evaluate Ixia products. Except for a time limit, they act in all respects as a regular
license (must be activated using ILU).

Licensing Models

Ixia provides the following licensing models for its products:
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e Subscription Licenses

e Perpetual Licenses

Subscription Licenses

Subscription licenses are floating and limited licenses, stored on a license server. They are checked
out from the defined license servers and allow only a limited number of licenses to be used
concurrently.

For specific details on subscription licenses, please refer to the documentation of
your product of interest.

Perpetual Licenses

Perpetual licenses are node-locked licenses, stored on a chassis. They are checked out from the
individual chassis and cannot be installed on a different license server.

For specific details on perpetual licenses, please refer to the documentation of
your product of interest.

Prerequisites

Before activating a license, you must have the following:

The e-mail message from Ixia with the activation code. The key contents of this e-mail message are
as follows:

» Entitlement Code: If you provide the entitlement code, ILU loads all the available activation
codes associated with that entitlement code.

e Product: The product name for which the license is being activated.
e Quantity: The number of licenses.

» Activation Code: A unique number for the license.

» Start Date: The date from which the license can be activated.

» End Date: The date on which the license will expire.

Tcl Notes for use with Licensing

Although the GUI offers the ability to designate an independent license server as a menu option, no
such option is available to a Tcl program. Instead an environment variable named IXN_LICENSE_
SERVER must be set.

If you are running your Tcl program on a Unix client computer, the environment variable must be set
on the host running the TclServer. If you are running your Tcl program on a Windows client
computer, it must be set on that client computer. Environment variables are set on a Unix host
through the user’s shell initialization script.
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To set the environment variables on a Windows host, do the following:

Select My Computer on the desktop and then select Properties from the context menu.
Select Advanced tab from the System Properties dialog box.
Select Environment Variables at the bottom of the page.

In either User variables for <user> or System variables list, if IXN_LICENSE_SERVER
does not exist in the list, select New, or else Edit.

5. The name of the variable should be IXN_LICENSE_SERVER and the value should be the name or
IP address of the license server computer.

P W=

Installation Scenarios

These installation scenarios are described in the following sections:

» Licensing to a Chassis or Workstation via the Internet

e Licensing to a License Server via the Internet

e Licensing to a Chassis or Workstation without the Internet

e Licensing to a License Server without the Internet

The Installation Host is the computer that is used to perform the licensing installation. This can be the
same computer on which the Ixia software was installed, an Ixia chassis, a License Server, or a
separate workstation.

Licensing to a Chassis or Workstation via the Internet

In this case, the Installation Host is connected to the Internet and licenses are installed to the
workstation or Ixia chassis to which the license pertains (the workstation and the Installation Host
can be the same computer). The Installation Host must also be connected to the workstation/chassis
(if they are not the same computer) as shown in the following figure.
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Internet

Workstation

=

—_— -or-

Lab Tech Installation Host

Ixia Chassis

Licensing to a License Server via the Internet

In this case, the installation host is connected to the Internet and licenses are installed on a central
license server (the license server and the installation host can be the same machine). The installation
host must also be connected to the license server and the workstation/chassis (if the license server
and the installation host are not the same machine).
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Workstation

=

—_— -or-

Lab Tech Installation Host

Ixia Chassis

License Server

Licensing to a Chassis or Workstation without the Internet

In this case, the Installation Host is not connected to the Internet and the licenses are installed to the
workstation or Ixia chassis to which the license pertains (the workstation and the Installation Host
can be the same computer). The Installation Host must also be connected to the workstation/chassis
(if they are not the same computer).

To complete the installation process, an additional computer is necessary—an Online Host, as shown
in the following figure. This computer must be connected to the Internet. It is necessary to transfer
small amounts of information from the Online Host to the Installation Host to complete the process.
E-mail or a portable USB drive may be appropriate.
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ﬂ = I:l
Inston Host \
\ /

/
Internet €———m—

Workstation

Ixia Chassis

Online Host

Licensing to a License Server without the Internet

In this case, the installation host is not connected to the Internet and licenses are installed on a
license server (the license server and the installation host can be the same machine). The installation
host must also be connected to the license server and the workstation/chassis (if the license server
and the installation host are not the same machine).

In order to complete the installation process, an additional computer is necessary - an online host -
shown in the figure below. This machine must be connected to the Internet. It is necessary to
transfer small amounts of information between the online host and the installation host to complete
the process. E-mail or a portable USB drive may be appropriate.
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- -\

Workstation

Ixia Chassis

Online Host

License Server

Installing Ixia Licensing Utility

For details on installing Ixia Licensing Utility, refer to the Ixia Licensing Management User Guide.
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